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1. INTRODUCTION

References to NCAN in this document represent all NCAN CAN to Ethernet Gateway,
unless stated otherwise.

NCAN is a network-based CAN to Ethernet Gateway. It is designed to control your
serial devices located virtually anywhere through a TCP/IP or UDP/IP network
connection. The serial device server can map TCP/IP connections and UDP
broadcasts to a virtual serial port. Applications include accessing a faraway device for
functions such as remote control and data transmission. NCAN serves as a
transparent virtual serial port without limitations on operating systems and
distances. The virtual serial port redirection uses the protocol known as RFC2217.

NCAN supports several operation modes, including Driver mode, RFC2217
Server/Client mode, Pair Connection mode, TCP Server/Client mode and UDP mode.
It also supports Windows virtual serial port driver, allowing you to add two virtual
serial ports in your Windows system to work over a TCP/IP network. The virtual serial
port functions as a native Windows COM port and is compatible with Windows serial
communication applications. It is installed in the Device Manager of the operating
system.

Serial port operation mode can be easily changed in NCAN via software. This can be
done using our Windows utility software or the web console interface.

NCAN CAN to Ethernet Gateway supports automatic IP configuration protocol (DHCP)
and fixed static IP configuration via the handy web browser console. NCAN provides
a utility software for Windows, called NCOM Virtual Serial Port Manager. This
program can detect, manage and configure CAN to Ethernet Gateway in your
network.

This manual covers three different models of two-port serial device server:

NCAN-1 One channel CAN to Ethernet Gateway

NCAN-1 PoE One channel CAN to Ethernet Gateway with Power over
Ethernet

NCAN-1-I1SO One channel ISO CAN to Ethernet Gateway

NCAN-1-1SO PoE One channel ISO CAN to Ethernet Gateway with Power over
Ethernet



1.1 Key Features
The NCAN-1 CAN to Ethernet Gateway has the following features:

e Adds one virtual CAN ports via network connection

e Supports network protocols such as TCP and UDP client/server

e CAN bus speed up to 1Mbits

e Provides DC +5V 100mA power for external devices

e Supports CAN 2.0A and CAN 2.0B protocols

e Supported CAN modes

o Standard mode: normal operation on CAN bus

o Listen mode: passive receiving of CAN frames

o Echo mode: transmitter also receives sent frames (for testing
purposes)

e Operation mode can be easily changed via our Windows utility software or
the web console interface

e Firmware upgradable for future firmware revisions

e Supports virtual CAN port driver for Windows OS (Windows XP up to
Windows 11)

e NCAN supports Driver Mode ,RFC2217 Server Mode, RFC2217 Client Mode,
Pair Connection Mode, TCP Raw Server Mode, TCP Raw Client Mode and
UDP Mode

e Supports pair connection mode for connecting two CAN to Ethernet
Gateway over a network without a PC

e Supports multiclient with four clients

e UDP Mode supports Buffer Length and Timeout setting

e Easy-to-use Windows utility software for easy configuration and installation

e 10/100Mbps Ethernet with auto-detection

e Configuration via web console interface or utility software

e Windows utility software automatically finds NCAN CAN to Ethernet
Gateway on the network

e Supports “reset” button for system reset and restoring to default settings

e LEDs indicating Ethernet port’s link and speed statuses

e LEDs indicate initialization and CAN bus status

e Virtual serial port drivers for Windows 11, 10, 8.1, 8, 7, Vista, 2003, XP

e Built-in +/-16kV ESD protection for all serial signals



1.2 Specifications

\

Ethernet
Connector
Protection

10/100Mbps
RJ-45 connector
Built-in 1.5kV magnetic isolation

No. of Ports
Connector

CAN Bus Speed
Signals

CAN Bus Controller
LED

CAN Bus Mode

Protection

One

DB9 male connectors

5kbits to 1Mbits for CAN data transmit & receive
CAN_H, CAN L, CAN_GND, CAN_V+

Bosch C_CAN module

CAN bus data activity, CAN bus error

Standard mode: normal operation on CAN bus
Listen mode: passive receiving of CAN frames
Echo mode: transmitter also receives sent frames
(for testing purposes)

+/-16 KV ESD protection for CAN signals

No. of Ports
Connector

CAN Bus Speed
Signals

CAN Bus Controller
LED

CAN Bus Mode

Protection
Option

One

DB9 male connectors

5kbits to 1Mbits for CAN data transmit & receive
CAN_H, CAN_L, CAN_GND, CAN_V+

Bosch C_CAN module

CAN bus data activity, CAN bus error

Standard mode: normal operation on CAN bus
Listen mode: passive receiving of CAN frames
Echo mode: transmitter also receives sent frames
(for testing purposes)

+/-16 KV ESD protection for CAN signals
Power over Ethernet

No. of Ports
Connector

CAN Bus Speed
Signals

CAN Bus Controller
LED

CAN Bus Mode

Protection

One

DB9 male connectors

5kbits to 1Mbits for CAN data transmit & receive
CAN_H, CAN_L, CAN_GND, CAN_V+

Bosch C_CAN module

CAN bus data activity, CAN bus error

Standard mode: normal operation on CAN bus
Listen mode: passive receiving of CAN frames
Echo mode: transmitter also receives sent frames
(for testing purposes)

+/-16 KV ESD protection for CAN signals
2500V galvanic isolation on CAN bus



No. of Ports
Connector

CAN Bus Speed
Signals

CAN Bus Controller
LED

CAN Bus Mode

Protection

Option

One

DB9 male connectors

5kbits to 1Mbits for CAN data transmit & receive
CAN_H, CAN_L, CAN_GND, CAN_V+

Bosch C_CAN module

CAN bus data activity, CAN bus error

Standard mode: normal operation on CAN bus
Listen mode: passive receiving of CAN frames
Echo mode: transmitter also receives sent frames
(for testing purposes)

+/-16 KV ESD protection for CAN signals
2500V galvanic isolation on CAN bus

Power over Ethernet

API Library
Utility
OS Driver Support

Monitoring Tools

Supports C/C++, C#, VB.NET and LabVIEW
Management tool for Windows OS

Windows XP to Windows 11 OS

Windows Server 2003 to 2022

Supported by CANHacker, Titan CAN test program
BUSMASTER

Power Input
Power Consumption

9VDC to 48VDC
400mA@12VDC

Operating
Temperature

Storage Temperature
Humidity

Safety Approvals

0°C to 55°C (32°F to 131°F)

-20°C to 75°C (-4°F to 167°F)
5% to 95% RH
CE, FCC

\

Casing
Dimensions

Weight

SECC sheet metal (1mm)

95 x 71 x22mm (L x W x H)

100 x 91 x 22 mm with DB-9 connector and ears
(L x W x H)

2209



2. PANEL LAYOUT OF NCAN-1

" Ethernet Gateway

Note: The layouts of NCAN-1 PoE, NCAN-1-ISO and NCAN-1-ISO PoE is the same as
the ones for NCAN-1.



3. CONNECTING THE HARDWARE

Before connecting the NCAN CAN to Ethernet Gateway for the first time, you may
want to follow these instructions for testing purposes. We will describe how to
connect to the network, power, your CAN devices, and state the functions of the LED
indicators.

3.1 Step 1-Connecting to the Network

First, connect an Ethernet cable to NCAN’s Ethernet port. Once the Ethernet cable is
connected, connect the other end of the cable to your network. This can be a free
Ethernet port on your DSL router, Ethernet hub/switch, or 802.11n router/base
station. If you do not have a network, you can connect NCAN directly to the Ethernet
port on your computer.

RJ45 10/100M

I Power Input
Ethernet Port

3.2 Step 2 — Connecting the Power

Connect the included power supply to NCAN’s power input connector. Once the
NCAN is powered, the “PWR” LED turns ON. After a few seconds, the “PWR” LED will
flash two times to indicate that the NCAN CAN to Ethernet Gateway is ready.

3.3 Step 3 —Connecting to a CAN Device

Connect the CAN data cable between NCAN and the CAN device. The NCAN-1’s CAN
port provides CAN BUS 2.0A and CAN BUS 2.0B. The port uses a standard male DB9
pin assignment.

12345
Ll | | |

\éodaoéodaoda]/

6 789
DB9 Male connector pin numbers

10



3.4 CAN Bus Pin-out for DB9 connector
PinNumber  Signals  Descripton

1 CAN_V+ Provides +DC 5V 100mA power (optional)
2 CAN_L CAN_L bus line (dominant level is low)

3 CAN_GND Signal ground

4 - Reserved

5 - Reserved

6 CAN_GND Signal ground

7 CAN_H CAN_H bus line (dominant level is high)

8 - Reserved

9 CAN_V+ Provides +DC 5V 100mA power (optional)

3.5 Enabling the +5V 100mA power for external devices

Inside the unit, there is a 2-pin header block (JP2) which are jumpers for enabling 5V
100mA power for external devices.

ON Enable DB9 pins 1 and 9 to provide a 5V 100mA power for external
devices
OFF Disable the 5V 100mA power

3.6 Termination Resistors

The CAN adapter does not provide CAN bus termination resistors. A CAN bus
network requires 120Q) termination resistors at each end. Generally, this must be
done in the cabling. Since this depends on the installation of connections, please
check your CAN bus cable specification for proper impedance matching.

3.7 Hardware Reset Button

NCAN-1 has a hardware reset button for resetting the device. When the hardware
reset button is pressed for a short duration, NCAN’s power will be reset.

The hardware reset button can be used to restore all options to factory default
states by pressing it until the “PWR” LED flashes.

I Reset Button I

11



3.8 Changing CAN Port Operation Mode in NCAN-1

CAN port operation mode of NCAN-1 can be easily changed via software. This can be
done using our Windows utility software or the web console interface.

The web console interface is used to configure the CAN to Ethernet Gateway. Open
any web browser and enter the device’s IP address in the address bar to access the
firmware’s “HOME” page.

Under the firmware’s “HOME” page, select “CAN SETTINGS” under “Port 1 Settings”
and “Port 2 Settings”. Under “Mode”, select the proper serial port operation mode,
check the “Make these the default settings” box and click “Submit” to set your
device into the proper serial port operation mode.

+ TITAN

http://www.titan.tw/

Status

®  PORT 1 SETTINGS

erver Name CAN_20102601
= CAN SETTINGS Product Name: NCAN-1 model
= NETWORK SETTINGS Serial Number: 20102601

= SYSTEM SETTINGS
= FIRMWARE UPDATE

jon: 1.20
192.168.31.151

00-04-D3-80-B6-CA

Port 1 CAN Settings

The Settings Only For Pair Connection Mode:

The current settings for port 1 may be changed using the form below. To make the new settings apply each time the NCOM is reset, ensure that "Make these the
default settings” is checked before pressing the "Apply Changes” button. If this control is not checked, the changes are applied to the port but the existing defaults are
used whenever the module is next reset.

Current Updated
Mode: Close
6000k Bit/s Bit/s
0x00000000 000000000 |
0x00000000 000000000 |
off Off v
[ Make these the default settings.

Copyright © 2015-2016 TITAN Electronics Inc. All Rights Reserved.




The port operation mode can also be configured with our Windows utility software,
NCOM Virtual Serial Port Manager.

After running NCOM Virtual Serial Port Manager, click on “Configuration” to enter
the control menu page. Select an attached device to configure the virtual serial port
parameters. You will find “Device Status”, “Port Status”, “Device Control” and
“Configuration Import/Export” on the main window of NCOM Configuration.

MNCOM Configuration - O =
Diewvice Ldst | - Selecta device to read perametsrs — | Port Status
NAME 1P MAC FWVer HW . ot |PORTI =
CAN_20102601 032.168.31.15 BE.CA CAN Settings
Mode: | Closs ~
BEit Rate: | 100k ~
Acceptance Mask/Filter | 00000000 Q0000000
Timedtamp: | Off v
Device Control Network Settings
£ Search Mode: | Driver Made v @
Cpen WEB Reboot Device fiarelRerse |00 @
Configuration ImportExport orel ot '
Dest. IF: 0000 6]
Import Export Restore Defanlts Firmuware Tpdate
Dest. Poxt: 2000 6]

Dewvice Status
— ®
Server Name: |CAN_20102601 Bddress Type: |USE DHCPAAutolP

UDP Setting: | [z Unicast @
Product. NCAN-1 seriss Static [P Address: | 192168354254 UDF Local Part: 4000 ®
Serial Number: 20102601 Subnet Magk: 2552552550 UDP Dest. IP: 0000 6]
Firmuware Revision:  1.20 Gateway, 0.0.0.0 UDP Dest. Foxt: | 4000 @
Multicasting IP; | 224.0.0.0 ?
Hardware Revizion: w1.0 @
Buffer Length: [ (3]
IP Address; 192.168.31.151 )

Timeont: [ (3]

MAC Address:  00:04:D9:80:.BA6:CA Update
[] Set Defanlt Update @

Under the “Port Status” window, select “Port 1”. Under “Mode”, select the proper
port operation mode, then check “Set Default” and click “Update” to set your NCAN-
1in the proper serial port operation mode.

13



3.9 LED Indicators

The NCAN-1 has 5 LED indicators, as described in the following table:

PWR Red Steady on: Power is on and functioning normally.
Steady off: Power is off.
Flashes two times to indicate the device is ready.
Link Steady on: The Ethernet link has established.
Steady off: Ethernet cable is disconnected.
Blinking: Ethernet data transmission is occurring.

Speed Green Steady on: The device is connected to a 100M Ethernet
connection.
Steady off: The device is connected to a 10M Ethernet
connection.
data Green Blinking: The CAN bus is transmitting or receiving data.
Err Red Blinking: The CAN bus have error status.

14



4. CONFIGURING NCAN-1 FOR THE FIRST TIME

4.1 Configuring Static IP Address

When setting up your NCAN-1 for the first time, it is important to configure the IP
address in order to operate in your network. The NCAN-1 products are configured
with the following default private IP address:

Default private IP address: 192.168.254.254

You need to set up your client computer to static IP address manually. Please go to
“Internet Protocol Version 4 (TCP/IPv4)” under “Local Area Connection Properties”
to change the IP address to a static IP address. (This can be found from Start -
Settings - Control Panel - Network and Internet - Network and Sharing Center -
Change Adapter Settings - Local Area Connection - Properties).

T = . | | al
& Local Area Connection Properties = Internet Protocol Version 4 (TCP/IPvd) Properties m
Networking General | Alternate Configuration
Connect using: ‘You can get IP settings assigned automatically if your network supports

this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

(@) Cbtain an IP address automatically

I- 7 Use the following IP address: I

l_-'ll‘ Intel{R) Ethemet Connection [217-LM

This connection uses the following tems:

o Client for Microsoft Metworks
4Bl 305 Packet Scheduler
gﬁle and Printer Sharing for Microsoft Netwarks
-2 Reliable Multicast Protocol
i Intemet Protocol YVersion 6 (TCP/IPvE)
i Intemet Protocol Version 4 (TCP/IPvd)|

-2 Link-Layer Topology Discovery Mapper /O Driver (@) Obtain DNS server address automatically
& link-Layer Topology Discovery Responder () Use the following DNS server addresses:
Description

Transmission Control Protocal/Intemet Protocol. The defautt
wide area network protocol that provides communication

across diverse interconnected networks. Validate settings upon exit

I 0K I[ Cancel ]

oKk || Cancsl

= ]

Under “Internet Protocol Version 4 (TCP/IPv4)”, select “Use the following IP address:”
and enter the static IP address 192.168.254.XXX (such as 192.168.254.253) and
Subnet mask (such as 255.255.255.0) then click “OK” to set your client computer to
static IP address.

After setting your client computer to a static IP address and connecting to NCAN-1,
you can configure NCAN-1 via its web console interface.

15



4.2 Opening the Web Console Interface of NCAN-1

NCAN-1 offers a web console interface to configure the CAN to Ethernet Gateway.
Open any web browser and enter ip address in the address bar to access the “HOME”
page of NCAN-1.

+ TITAN

http://www.titan.tw/
BT s
Server Name CAN_20102601
= CAN SETTINGS Name: NCAN-1 model
= NETWORK SETTINGS 20102601
= SYSTEM SETTINGS 1.20

- FIRMWARE UPDATE 192.168.31.151

"  CHANGE PASSWORD 00-04-DS-80-B5-CA

™ ACCESSIBLE IP SETTINGS 0 days 00:03:30

REBOOT

Current Port Operating Settings:

PORT 1

Mode Driver Mode

Current CAN Settings:
PORT 1

Mode: Close

100k Bit/s
0x00000000
0x00000000
off

Copyright © 2019 TITAN Electronics Inc. All Rights Reserved.

1

()}



4.3 Setting NCAN-1 to Work in DHCP Networks

Many networks are DHCP networks, which assign IP addresses for client computers
and NCAN-1 automatically, in which case you would need to set the NCAN-1’s IP
address to DHCP/AutolP mode.

Under the “HOME” page of NCAN-1's firmware, select “SYSTEM SETTINGS”. Under
“Address Type:” select “DHCP/AutolP” and click “Update Settings”. After clicking
“OK”, NCAN-1 will be set to DHCP mode.

+= TITAN

http://www.titan.tw/
U HOME

PORT 1 SETTINGS

= CAM SETTINGS

» NETWORK SETTINGS

= FIRMWARE UPDATE
®  CHANGE PASSWORD

™ ACCESSIBLE IP SETTINGS

REBOOT

Status

Server Name: CAN_20102601
Product Name: NCAN-1 model
Serial Number: 20102601

Firm Revision: 1.20

Uptime:

System Settings

192.168.31.151
00-04-D9-80-B6-CA
0 days 00:04:54

TP Address selection
Sta 192 . 168 . 254 . 254
Su 255 . 255 /255 |0
DefaultGateway: .0 .0 {0
ﬁerraai'ewrﬁ'gm'uiun Settings
ver Name [CAN_20102601 J
UPNP port numbe

Restore Factory Defaults

| Restore all options to their factory default states:

| Restore Defaults |

Copyright © 2019 TITAN Electronics Inc. All Rights Reserved.
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5. SETTING THE PROPER OPERATION MODE

NCAN-1 provides various operation modes, including Driver Mode, RFC2217 Server
Mode, RFC2217 Client Mode, Pair Connection Master Mode, Pair Connection Slave
Mode, TCP Raw Server Mode, TCP Raw Client Mode and UDP Mode. You need to
choose the proper operation mode to control your serial devices located virtually
anywhere through a network connection.

Under the “HOME” page of NCAN-1's firmware, select “NETWORK SETTINGS” to find
the “Port 1 Mode Settings” window. Under “Mode”, select the proper operation
mode, check the “Make these the default settings” box and click “Apply Changes” to
set your NCAN-1 in the proper operation mode.

+= TITAN

http://www.titan.tw/

- HOME Status

- PORT 1 SETTINGS Server Name CAN_20102601
* CAN SETTINGS Product Name: NCAN-1 model

I * NETWORK SETTINGS I 20102601

U SYSTEM SETTINGS on: 1.20

U FIRMWARE UPDATE 192.168.31.151

U CHANGE PASSWORD 00-04-D9-80-B6-CA

" ACCESSIBLE IP SETTINGS Uptime: 0 days 00:06:06

REBOOT Port 1 Mode Settings
Settings:

The current settings for port 1 may be changed using the form below. To make the new settings apply each time the NCOM is resst, ensure that "Mzake these the
default settings” is checked before pressing the "Apply Changes" button. If this control is not checked, the changes are applied ta the port but the existing defaults are
used whenever the module is next reset.

Mode
Driver Mode
RFC2217 - Server N
RFC2217 - Client Updated
Timeout: E:: gzzziz::sz I\Sfl‘:il:r ICI seconds (< 256, 0 for no timeout)
o Al e TCP Raw - Server N .
Keep alive time TGP R - Clret min (0 ~ 9g)
uppP
FAbply Changes [ Make these the default settings.

Copyright © 2019 TITAN Electronics Inc. All Rights Reserved.

1

0o



5.1 Driver Mode

Driver mode uses a virtual serial redirection driver installed on Windows systems.
The virtual serial redirection driver establishes a transparent connection between
host computers and serial devices. This allows users to communicate using serial
hardware and serial communication software, with the virtual serial port acting as a
native Windows COM port compatible with Windows serial communication
applications.

LN

Host
Computer

Driver Mode

Serial cable I_
—

CAN Device

TCP/IP
Ethernet

NCAN-1 Server

Under the “HOME” page of NCAN-1's firmware, select “NETWORK SETTINGS” to find
the “Port 1 Mode Settings” window. Under “Mode”, select “Driver Mode” and check
the “Make these the default settings” box and click “Apply Changes” to set your
NCAN-1 into Driver Mode.

Driver Mode v
0 seconds 0 seconds (< 256, 0 for no
timeout)
10 min 10 | min (0 ~ 99)
Apply Changes | _J Make these the default settings.
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5.2 RFC2217 Server Mode

RFC2217 Server Mode is similar to Driver Mode, which also uses a virtual serial
redirection driver to establish a transparent connection between host computers
and serial devices. The RFC2217 Mode defines general COM port control options
based on the standard Telnet protocol, which allows users to use anything that
supports RFC2217 protocol’s virtual serial redirection driver (such as comOcom +
com2tcp for Windows OS and microcom for Linux OS). The virtual serial port
functions as a native COM port.

RFC2217 Server Mode

M
Serial cable
QE TCP/IP I_‘
Host .
Computer CAN Device

NCAN-1 Server

Under the “HOME” page of NCAN-1's firmware, select “NETWORK SETTINGS” to find
the “Port 1 Mode Settings” window. Under “Mode”, select “RFC2217-Server” and
check the “Make these the default settings” box and click “Apply Changes” to set
your NCAN-1 into RFC2217 Server Mode.

RFC2217 - Server v
2000 [2000
0 seconds [0 ‘ seconds (< 256, 0 for no
timeout)
10 min [10 min (0 ~ 99)
Apply Changes _J Make these the default settings.
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5.3 RFC2217 Client Mode

In RFC2217 Client Mode, NCAN-1 can establish a TCP connection with a pre-
determined host computer or a CAN to Ethernet Gateway working in RFC2217 Server
Mode. You need to define the IP address (telnet server’s IP) to establish a TCP
connection with a pre-determined host computer or a CAN to Ethernet Gateway.

RFC2217 Client Mode

M

Q E Serial cable ‘

TCP/IP =
Host CAN Device

Computer
NCAN-1 Server
RFC2217 Server Mode RFC2217 Client Mode
el
. [t
Serial cable TCP/IP Serial cable =]
— == % Ethernety,/ == =
Com%sdter CAN Device
NCAN-1 Server NCAN-1 Server

Under the “HOME” page of NCAN-1's firmware, select “NETWORK SETTINGS” to find
the “Port 1 Mode Settings” window. Under “Mode”, select “RFC2217-Client” and
type “Telnet Server’s IP” and “Port” respectively (e.g. 192.168.1.147 Port: 2000) to
establish a TCP connection with a pre-determined host computer or a CAN to
Ethernet Gateway. Check the “Make these the default settings” box and click “Apply
Changes” to set your NCAN-1 into RFC2217 Client Mode.

[RFC2217 - Client v |

2000 2000
N/A Port:N/A 0 -0 1 .10 o
' ‘ Port: [ 2000
10 min 10 min (0 ~ 99)
@| [J Make these the default settings.
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5.4 Pair Connection Mode

Pair Connection Mode uses two NCAN CAN to Ethernet Gateway in tandem, with
one NCOM device in Pair Connection Master Mode and the other in Pair Connection
Slave Mode. Two NCAN CAN to Ethernet Gateway are then connected to each other
through Ethernet. Both may either be connected to the same LAN or over a WAN (i.e.
through one or more routers). Pair Connection Mode transparently transfers serial
data a without distance limitation.

Pair Connection Master Mode Pair Connection Slave Mode
Senal cable TCP/|P Serlal cable
Etherne
Host CAN Device
Computer
NCAN-1 Server NCAN-1 Server
IP Address:192.168.254.250
Port:2000

When setting two NCAN-1 devices in Pair Connection Mode, you need to set the
“Destination IP Address” of the master NCAN CAN to Ethernet Gateway as the IP
address of the slave NCAN CAN to Ethernet Gateway.

Under the “HOME” page of NCAN’s firmware, select “NETWORK SETTINGS” to find
the “Port 1 Mode Settings” window. Under “Mode”, select “Pair Connection - Master”
and type “Destination IP address” and “Port” of the slave CAN to Ethernet Gateway
respectively (e.g. 192.168.254.250 Port: 2000) to connect to a CAN to Ethernet
Gateway in Pair Connection Slave Mode. Check the “Make these the default settings”
box and click “Apply Changes” to set two NCAN devices in Pair Connection Mode.

Pair Connection - Master v |

2000 2000 |
A Port=N/A 192 |.[168 |.[254  |.[250
Port:[2000
10 min 10 min (0 ~ 99)
Apply Changes ] Make these the default settings. |
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5.5 TCP Raw Server Mode

In TCP Raw Server Mode, NCAN-1 is configured with a unique IP & Port combination
on a TCP/IP network. It waits passively to be contacted by a host computer. After a
host computer establishes a transparent connection, it then proceeds with data
transmission.

D TCP Raw Server Mode
Q E TCP/IP oacone
e N Ethernet = — —
Computer CAN Device
M
@ NCAN-1 Server

In the figure, the data transmission proceeds as follows:

1. The host computer requests a connection from NCAN-1 configured for TCP
Raw Server Mode.

2. Once the connection is established, data can be transmitted in both
directions — from the host computer to NCAN-1 and from NCAN-1 to the
host computer.

Under the “HOME” page of NCAN-1's firmware, select “NETWORK SETTINGS” to find
the “Port 1 Mode Settings” window. Under “Mode”, select “TCP Raw - Server” and
check the “Make these the default settings” box and click “Apply Changes” to set
your NCAN-1 into TCP Raw - Server Mode.

TCP Raw - Server v |
2000 2000 |
0 seconds 0 : seconds (< 256, 0 for no
timeout)
10 min 10 min (0 ~ 99)
Apply Changes ] Make these the default settings.
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5.6 TCP Raw Client Mode

In TCP Raw Client Mode, NCAN-1 can establish a TCP connection with pre-
determined host computers when serial data arrives.

@ TCP Raw Client Mode
TCP/IP Serial cable i_
QE s N Fthernet — — ——
Co|r_1|"|%sl}ter CAN Device
M
@ NCAN-1 Server

In the figure, the data transmission proceeds as follows:

1. NCAN-1 configured for TCP Raw Client Mode requests a connection from
the host computer.

2. Once the connection is established, data can be transmitted in both
directions — from the host computer to NCAN-1 and from NCAN-1 to the
host computer.

Under the “HOME” page of NCAN-1 firmware, select “NETWORK SETTINGS” to find
the “Port 1 Mode Settings” window. Under “Mode”, select “TCP Raw - Client” and
type “Telnet Server’s IP” and “Port” respectively (e.g. 192.168.1.147 Port: 2000) to
establish a TCP connection with a pre-determined host computer or a CAN to
Ethernet Gateway in TCP Raw Server Mode. Check the “Make these the default
settings” box and click “Apply Changes” to set your NCAN-1 into TCP Raw Client
Mode.

 TCP Raw - Client v
2000 [2000 ]
N/A Port: N/A 1192 ‘ |.[168 1 (147
Port: | 2000
10 min 110 min (0 ~ 99)
_Apply Changes Make these the default settings. |
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5.7 UDP Mode

The UDP mode is a faster and more efficient mode. In UDP mode, you can unicast or
multicast data from the serial device to one or multiple host computers or receive
data from one or multiple host computers. The UDP mode is ideal for applications
such as message display.

-

Host
Computer

UDP Mode

IF:
AN Device

TCP/IP
Ethernet

Serlal cable
I
C

NCAN-1 Server

In the figure, UDP mode directly proceeds with data transmission with no connection
required.

Under the “HOME” page of NCAN-1's firmware, select “NETWORK SETTINGS” to find
the “Port 1 Mode Settings” window. Under “Mode”, select “UDP” and choose “Use
Unicast” or “Use Multicast” under “Multicast Setting”. When selecting “Use Unicast”,
you need to type a “Destination IP Address” (such as 192.168.1.147) to establish a
UDP connection with a pre-determined host computer or serial device in UDP
unicasting mode. When selecting “Use Multicast”, you need to type “Multicasting IP
Address” (such as 224.0.0.0) for UDP multicasting group. Check the “Make these the
default settings” box and click “Apply Changes” to set your NCAN-1 into UDP Mode.

| [uoP vl
| ® Use Unicast | Use Multicast

4000 4000 |

4000 4000

0.0.0.0 |92 ].[1es_].[1 [1a7

N/A 224 . 0 .0 .0

0 bytes S(lmng) bytes (< 256, 0 for no

0ms 0 ms (< 1000, O for no timeout)
| Apply Changes Make these the default settings.
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Mode | [uDP

Muticast Setting:

Local Listen Port Number:
Destination Port Number:
Destination IP Address:

Muiticasting IP Address:
Buffer Length:

Timeout:

v |

Current Updated
O use Unicast @® use Multicast
a000
a000
0.0.0.0 192 |.[168 |.[1 . 147
N/A [EZZ Y O Y O O |
0 bytes lszt%l bytes (< 256, 0 for no
0ms [0 ]ms (<1000, 0 for no timeout)

[ [Aeply Changes ) Make these the default settings.
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6. WEB CONSOLE CONFIGURATION INTERFACE

The web console interface allows configuration of NCAN-1. These settings include
“PORT 1 SETTINGS” and “PORT 2 SETTINGS” (“CAN SETTINGS” & “NETWORK
SETTINGS”), “SYSTEM SETTINGS”, “FIRMWARE UPDATE”, “CHANGE PASSWORD”,
“ACCESSIBLE IP SETTINGS” and “REBOOT”.

= PORT 1 SETTINGS

- CAN SETTINGS
* NETWORK SETTINGS
SYSTEM SETTINGS
FIRMWARE UPDATE
B CHANGE PASSWORD

" ACCESSIBLE IP SETTINGS

REBOOT

To access the web console interface to configure the device, open any web browser
and enter NCAN-1’s IP address in the address bar to access the “HOME” page of
NCAN-1’s firmware.
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6.1 Port 1 Settings
The “PORT 1 SETTINGS” include “CAN SETTINGS” and “NETWORK SETTINGS”.
Click “CAN SETTINGS” to display the current CAN bus settings for NCAN-1. To modify

the CAN bus settings for a particular port, select appropriate options located on the
right side of “Port 1 CAN Settings”.

Close (Close  ~]|
6000k Bit/s (100K +|Bit/s
0x00000000 000000000 |
0x00000000 0x 00000000

off [Off v|

[ Apply Changes |

[ Make these the default settings.

You can modify the following serial parameters for your NCAN-1 CAN to Ethernet
Gateway:

CAN Parameters Setting Default Values
Close, Normal Mode, Listen Only,
Mode Loopback y Close
Bit Rate 10K to 1000K bit/s 100Kbit/s
Acceptance Mask 0x00000000~0x1FFFFFFF 0x00000000
Acceptance Filter 0x00000000~0Ox1FFFFFFF 0x00000000
TimeStamp Off, On Off

After you modify the CAN parameters for your NCAN-1, please check the “Make
these the default settings” and click “Submit” to update the CAN parameters for
your device.

Click “NETWORK SETTINGS” to display the current network settings for NCAN-1. To
modify the operation mode, refer to Chapter 5 for more detailed information. You
can also modify the network parameters of NCAN-1. To modify the network
parameter settings, select appropriate options located on the right side of “Port 1
Mode Settings”. Options include “Local Telnet Port Number”, “Telnet Timeout”, and
“Keep alive time”.

RFC2217 - Server v
2000 |2000
0 seconds [0 : seconds (< 256, 0 for no
timeout)
10 min [10 min (0 ~ 99)
| Apply Changes | ) Make these the default settings.
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After you modify the network parameters for your NCAN-1, please check the “Make
these the default settings” and click “Apply Changes” to update the network
parameters for your device.
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6.2 System Settings

The “SYSTEM SETTINGS” for NCAN-1 includes “IP Address Selection”, “General
Configuration Settings” and “Restore Factory Defaults”.

System Settings
IP Address Selection

Address Type:

Static IPAddress: 192 . 168 . 254 . 254

Subnet Mask: 255 . 255 .| 255 .0

DefaultGateway: 0 .0 .0 .0
General Configuration Settings

Server Name: |CAN_123456?90

UPNP port number:

Restore Factory Defaults

Restore all options to their factory default states: ‘ ‘

Click “Address Type”, located under “IP Address Selection”, to select IP address type
(DHCP/AutolP or Static IP) for NCAN-1. When you select “Static IP”, you need to
enter the static IP address (such as 192.168.254.254) and Subnet Mask (such as
255.255.255.0) then click “Update Settings” to set your device to static IP address.

IP. Address Selectio-n

Address Type:

Static IPAddress: [192 |[1e8  |[254  |[254 |

Subnet Mask: [255  |[255  |[z85 [0 |

DefauliGateway: [0 [0 |[o |0 |
Update Settings

Note: The NCAN-1’s default IP address is 192.168.254.254

If you are working in a DHCP network, you need to select “DHCP/AutolP” and click
“Update Settings” to assign IP address for the NCAN-1 automatically.
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You can change NCAN CAN to Ethernet Gateway’s name by modifying the “Server
Name” under “General Configuration Settings”. You need to enter a new name (such

as NCAN-1) and click “Update Settings” to set your CAN to Ethernet Gateway to a
new name.

General Configuration Settings

Server Name: [CAN_123456790 | |
UPNP port number: 6042

Update Settings

The NCAN-1’'s firmware provides a function to restore settings to factory defaults.
You can do so by clicking “Restore Defaults” under “Restore Factory Defaults”. After
clicking “OK”, NCAN-1 will restore all options to factory default states.

Restore Factory Defaults
Restore all options to their factory default states: |

I| Restore Defaults |I

Message from webpage u

4C% Thiswill erase all existing configuration changes and restore factory
W default settings. Click OK if you are sure you want to do this or Cancel
to retain existing settings.

]
Following are the values of default states:
Network Parameters Default Values
Mode Driver Mode
Timeout 0 seconds
Keep alive time 10 minutes
Address Type Static IP
Static IP address 192.168.254.254
Subnet Mask 255.255.255.0
CAN Bus Parameters Default Values
Mode Close
Bit Rate 100Kbit/s
Acceptance Mask 0x00000000
Acceptance Filter 0x00000000
TimeStamp Off
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6.3 Firmware Update
please refer to 8.7.4.5 for instructions on how to launch the firmware update tool
program to upgrade NCAN-1’s firmware.
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6.4 Change Password

Input the “Old Login Password”, “New Login Password” and “Confirm New Login
Password” to change the login password. After clicking “Set New Password” the
NCAN-1 will have password protection.

+ TITAN

http://www.titan.tw/
. HOME

Change Password

Password
= CAN SETTINGS Old Login Password

. PORT 1 SETTINGS

* NETWORK SETTINGS

u SYSTEM SETTINGS Confirm New Login Password \ ‘

n FIRMWARE UPDATE
u CHANGE PASSWORD Set New Password

™ ACCESSIBLE IP SETTINGS

REBOOT

When password protection is enabled, you need to input the “Password” then click
“Login” to access NCAN-1’s firmware to configure the device.



+= TITAN

http://www._titan.tw/

CAN_20102601
NCAN-1 model
20102601

1.20
192.168.31.151
00-04-D9-80-B6-CA

0 days 00:24:44

Login

Copyright © 2019 TITAN Electronics Inc. All Rights Reserves

If you forget the password, the ONLY way to configure NCAN-1 is by using the reset
button to restore factory defaults (press the hardware reset button until the “PWR”
LED flashes). The factory default settings have password protection disabled,
allowing you to log in without a password.
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6.5 Accessible IP Settings

The NCAN-1’s firmware provides accessible IP settings. It uses an IP address based
filtering method to control accessible IP addresses.

Accessible IP settings allow you to pass or block remote host IP addresses to prevent
unauthorized access. Access to NCAN-1 is controlled by IP address. If a host’s IP
address is in the accessible IP table, then the host will be allowed to access the
device. You can allow one of the following rules by setting the accessible IP table
parameter.

1. Only one host with a specific IP address can access NCAN-1.

Check the “Enable” checkbox then enter IP address and “255.255.255.255” for
Netmask.

IP Address List

lo Enable IPAddress etmask

1 192.166.1.122 255 255255 255

In this example, only the host with an IP address of 192.168.1.122 can access the
device.

2. Hosts on a specific subnet can access NCAN-1.

Check the “Enable” checkbox then enter IP address and “255.255.255.0” for
Netmask.

IP Address List

lo Enable IPAddress Netmask

1 192.168.1.0 265.255 255 0 x |

In this example, only hosts with an IP address from 192.168.1.1 to 192.168.1.254 can
access the device.

l-"l.l

IP Address List

o Enable IPAddress etma

(5]

e

1 192.168.0.0 | [255255.00 X

In this example, only hosts with an IP address from 192.168.0.1 to 192.168.255.254
can access the device.

3. Any host can access NCAN-1.
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Disable this function by unchecking “Enable”.

IP Address List

No Enable IPAddress Netmas

1| O 0.0.0.0 | |0.0.0.0 |
2 | O 0.0.0.0 | |0.0.0.0 |
3 |O 0.0.0.0 | [0.0.0.0 |
4 | O 0.0.0.0 | |0.0.0.0 |
s | O 0.0.0.0 | |0.0.0.0 |
6 |O 0.0.0.0 0.0.0.0

After you enter “IP address” and “Netmask” to set accessible IP for your NCAN-1
CAN to Ethernet Gateway, please check the “Make these the default settings” and
click “Update Settings” to update the accessible IP settings table for NCAN-1.

+= TITAN

http://www.titan.tw/
= HOME

Accessible IP Settings

Make these the default settings.

PORT 1 SETTINGS

= CAN SETTINGS
IP Address List

= NETWORK SETTINGS .

SYSTEM SETTINGS

<]

[192.168.1.0

" FIRMWARE UPDATE — & 1 ! 1
®  CHANGE PASSWORD 3 0O [0:0.00 | (0000 |
™ ACCESSIBLE IP SETTINGS 4 0O [0.0.0.0 | [0.0.0.0 |
REBOCT 5 DO [0000 | (o000 |

[ [0.0.00 | (o000 |

Copyright © 2019 TITAN Electronics Inc. All Rights Reserved.

You can click “Reset” to allow any host to access NCAN-1. The default accessible IP
setting is to allow all hosts to access.
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6.6 Reboot

You can click “Reboot” to reboot your NCAN-1 CAN to Ethernet Gateway.

| 4 TITAN

http://www.titan.tw/ ‘
. HomE Reboot

= PORT 1 SETTINGS

This will reboot NCOM.

If you are sure you want to do this. Please press the Reboot button.

= CAM SETTINGS
* NETWORK SETTINGS

- SYSTEM SETTINGS
Reboot

= FIRMWARE UPDATE

®  CHANGE PASSWORD

" ACCESSIBLE IP SETTINGS

REBOOT

Copyright @ 2019 TITAN Electronics Inc. All Rights Reserved.
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7. NCOM VIRTUAL SERIAL PORT MANAGER AND DRIVER
INSTALLATION

7.1 NCOM Virtual Serial Port Manager and Virtual Serial Port
Driver

Note: The virtual serial port driver is bundled with NCOM Virtual Serial Port Manager
and is automatically installed when you install NCOM Virtual Serial Port Manager!

The NCOM Virtual Serial Port Manager is an advanced software-based solution that
allows you to communicate with CAN to Ethernet Gateway over networks easily.
Thus, any serial device connected to your NCOM CAN to Ethernet Gateway could be
accessed from anywhere in the world (via internet or LAN) as if it were attached
directly to the remote PC.

When the attached serial port device sends communication data, it is transmitted
over TCP/IP network and back from the network to your serial device. NCOM Virtual
Serial Port Manager has options to configure NCAN-1 with the options “Add” (add
virtual serial port), “Edit” (edit virtual serial port parameters), “Remove” (remove
virtual serial port), “Refresh” (refresh virtual serial port), “Search” (search all
attached NCAN CAN to Ethernet Gateway), “Configuration” (configure virtual serial
port parameters) and “Exit” (exit NCOM Virtual Serial Port Manager).

NCOM Virtual Serial Port Manage

® ’ ) ( P
Add Edit Remove Refresh Search Configuration Exit
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7.2 Installing NCOM Virtual Serial Port Manager

1. Insert the software CD into your CD-ROM or DVD-ROM drive.

2. Open files in the CD and double click “NCOM _setup” to install NCOM Virtual
Serial Port Manager.

3. When the confirmation for “User Account Control” appears, click “Yes” and
the “Setup - NCOM Virtual Serial Port Manager” message appears. Click X

'EE' Uszer Account Control 2

C}] Do you want to allow the following program to make

<" changes to this computer?

_-_|E__|l_ Program name:  NCOM Virtual Serial Port Manager Setup
I Yerified publisher: TITAN Electronics Inc.
File crigin: CO/OVD drive

(v) Show details Ve || No |

Change when theze notifications appear

’
ﬁ_%! Setup - NCOM Virtual Serial Port Manager

Select Destination Location
Where should MCOM Virtual Serial Port Manager be installed?

j Setup will install NCOM Virtual Serial Port Manager into the following folder.

To continue, didk Mext. If you would like to select a different folder, didk Browse.

C:\Program Files (x88)\NCOM Browse...

At least 12.6 MB of free disk space is reguired.

[ Mext = ] [ Cancel
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4. After you click “Next”, you will see following information. Click on “Next”
and the “Ready to Install” message appears. Click “Install” to install NCOM
Virtual Serial Port Manager.

i3 Setup - NCOM Virtual Serial Port Manager — Iil_lé]

Ready to Install

Setup is now ready to begin installing MCOM Virtual Serial Port Manager on your
computer.

Click Install to continue with the installation, or dick Badk if you want to review or
change any settings.

Destination location: -
C:\Program Files (x88)\NCCM

Start Menu folder:
MNCOM Virtual Serial Port Manager

Additional tasks:
Additional shortouts:
Create a desktop shortcut

=

ﬁEﬂ Setup - NCOM Virtual Serial Port Manager

Select Additional Tasks
Which additional tasks should be performed?

Select the additional tasks you would like Setup to perform while installing NCOM Virtual
Serial Port Manager, then dick Next,

Additional shortcuts:
| Create a desktop shortout

[ < Back ][ Next = ][ Cancel ]

5. After you click “Install” to install NCOM Virtual Serial Port Manager and
virtual serial port driver for NCAN CAN to Ethernet Gateway, you will see the
following information.
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ﬁl Setup - NCOM Virtual Senal Port Manager

Installing
Please wait while Setup installs NCOM Virtual Serial Port Manager on your
computer,

Extracting files...
C:VProgram Files (x86)\MCOM\NT&\evseriald.inf

6. When the message “Completing the NCOM Virtual Serial Port Manager
Setup Wizard” appears, click “Finish” to finish the installation and exit setup
program.

ﬁl Setup - NCOM Virtual Seral Port Manager l s

Completing the NCOM Virtual
Serial Port Manager Setup Wizard

Setup has finished installing NCOM Virtual Serial Port Manager
on your computer, The application may be launched by
selecting the installed shortcuts.

Click Finish to exit Setup.

7. Double click the shortcut icon of “NCOM Virtual Serial Port Manager” on the
desktop to launch NCOM Virtual Serial Port Manager.

Manager

8. You will see the main window of NCOM Virtual Serial Port Manager.
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-
(=] NCOM Virtual Serial Port Manager

D
Add

z

Edit

Remove

Refresh Search Configuration Exit

Introduction

MCOM Virtual Serial Port Manager is an advanced software-based solution that allows you to
share more than 255 serial port devices over network easily turning your computer into low-
costterminal server. Thus, any serial port device connected to your COM port could be
accessed from anywhere in the world (via Internet or LAN) as if it is attached directly to the
remote PC.

‘When the attached serial port device sends communication data itis actually transmitted over
TCPIP network and back from the network to your serial device.

MNCOM Virtual Serial Port Manager provides the ability to create several connection types for
three main purposes:

= Share serial port for incoming connections { Server)

= Connect serial port to remote host (Client)
= Share serial port using UDP

TITAN Electronics Inc.

HOME PAGE : http./iwww titan.tw
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8. RUNNING NCOM VIRTUAL SERIAL PORT MANAGER

After installing NCAN-1 hardware and NCOM Virtual Serial Port Manager, double
click the shortcut icon of “NCOM Virtual Serial Port Manager” on the Desktop to

start NCOM Virtual Serial Port Manager.
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8.1 NCOM Virtual Serial Port Manager Functions

NCOM Virtual Serial Port Manager has options to configure NCAN-1 with the options
“Add” (add virtual serial port), “Edit” (edit virtual serial port parameters), “Remove”
(remove virtual serial port), “Refresh” (refresh virtual serial port), “Search” (search
all attached NCAN CAN to Ethernet Gateway), “Configuration” (configure virtual
serial port parameters) and “Exit” (exit NCOM Virtual Serial Port Manager).

NCOM Virtual Serial Port Manage [E=nEEmE——)
@ v o (@] /s
Add Edit Remove Refresh Search Configuration Exit
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8.2 Manually Add Virtual Serial Port for NCAN
After opening NCOM Virtual Serial Port Manager, click “Add” to open the “Add

connection” window.
| NCOM Virtual Serial Port Ma:

= E S E B E
b .'_, '(';-) G )——) 3 ¢

Eda Remove Refresh Search Configuration Exit

Under “Add connection”, select an available COM port (e.g. COM2. Note that NCOM
Virtual Serial Port Manager will show your next available COM port) and type your
NCOM device’s IP address and port in “IP Address” and “Remote Port” respectively
(e.g. IP Address: 192.168.254.254 Port: 2000). After setting the COM port, IP address
and remote port, click “OK” to add a new virtual serial port.

FD Add connection :l_j_w@' ' )

NAME: NCOM_COM2

COM Pot: [Com2 -]
__| Baudrate emulation  ?
IP Address: [192 168 254 254 ,
Remote Pot: §2000 |

I

| vk || Xomes |

[ -

After adding a new virtual serial port for NCAN CAN to Ethernet Gateway, you will
find information about the virtual serial port in the main window of NCOM Virtual
Serial Port Manager.
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- - -
NCOM Virtual Serial Port Ma T

=) 1ELE

-y

lde!
Add

BB
& =

Refresh
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Edit Remove Search Configuration Exit
& CON2 Vinusl Crested Information
- ¥ Connectedto 0from 1
------ Sent: 0.0 KB / Received: 0.0 KB
*® i COM port information
Port Name: COM2 Port Type:  Virtmal
Port Status:  Created Curent Settings: -
Bytes Sert: 0.0 KB Bytes Received: 0.0 KB
Baudrate Emulation: No
Network information
Protocol: TELMET
Remote host Status Sent Received Active
1592.168.254 2542000 Disconnected 0 0 00:00:00
= =




8.3 Manually Edit Existing Virtual Serial COM Ports for NCAN
To edit existing virtual serial COM port for NCAN CAN to Ethernet Gateway, select

the existing virtual serial COM port and click “Edit” to open the “Add connection”
window.

[~ NCOM Virtual Serial Port Manager I I

S G

Refresh

Informs

COM port inform

Par

II Por

Under “Add connection”, you can change the COM port number with the “COM Port”
option (e.g. changing from COM2 to COM3) or change the IP address and remote
port with the “IP Address” and “Remote Port” options respectively. After you change
the settings, click “OK” to confirm the changes of the virtual serial port for NCAN
CAN to Ethernet Gateway.

VO Add connection .. -..."l@“

NAME: NCOM_COM2
COM Port: |COM2 -
__| Baudrate emulation  ?
IP Address: [192.168 254254 | h
Remote Port: §2000
L vox || Xocums *
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8.4 Manually Remove Existing Virtual Serial COM Ports for
NCAN

To remove an existing virtual serial port for NCAN CAN to Ethernet Gateway, select
an existing virtual serial port and click “Remove”.

r =
(=] NCOM Virtual Serial Port Manager ==
‘E ‘ ‘E ‘ ‘E ‘ =}
:@ v :@ :@ /e
Add Edit Remove Refresh Search Configuration Exit

NCOM_410012345_COM2| i
; Information
-4 Cornected to 0from 1
“.£% Sent: 0.0 KB / Received: 0.0 KB COM port information
Port Mame: COM2 Port Type: Virtmal
Port Status: Created Cument Settings: -
I Bytes Sert: 0.0 KB Bytes Received: 0.0 KB

Baudrate Emulation:  Yes

MNetwork information

Protocol: TELMET

Remote host Status Sert Received Active
1592.168.1.134:2000 Disconnected 0 0 00:00:00

After clicking “Remove”, a confirmation message will appear asking “Are you sure
you want to delete NCOM_XXXXXXXX_COMX connection?”. Confirm by clicking on
”YeS”,

. -
NCOM Virtual Serial Port Manager o

@ Are you sure you want to delete NCOM_410012345_COM2 connection?

I Yes | Mo
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8.5 Refreshing Virtual Serial Port Information

The virtual serial port information on the main window of NCOM Virtual Serial Port
Manager may be incorrect or absent in some cases. In case this happens, you can
click “Refresh” to recover the virtual serial port information.

Refresh

.
[£] NCOM Virtual Serial Port Manager

‘mJ ‘md T
:@ ’ =9
Add

Edit Remove

B =] NCOM_410783456_COM2

COM port information
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8.6 Automatically Search for NCAN CAN to Ethernet
Gateway

NCOM Virtual Serial Port Manager provides a search function, which can search all
attached NCAN CAN to Ethernet Gateway and can also automatically install virtual
serial port driver for NCAN CAN to Ethernet Gateway. You may also open the web
console interface to configure NCOM, reboot NCAN CAN to Ethernet Gateway,
restore factory defaults and execute firmware update from here.

“Search” (search all attached NCAN CAN to Ethernet Gateway automatically).

D
Clicking on “Search s=-n ” takes you to the control menu page shown below:

Seach list | — Select a device to read -1
NAME IP MAC Wersion

£ Search Device
P Open Web
® Reboot Device

& Restore Defautts

4 Fimware Update

Status

5 Name: Searching Device. Please wait...
erver Name: ! Add Al

Product:

ik DI

Serial Number: Add Select

Firmware Revision:
IP Address:

MAC Address:
Address Type:
Static |P Address:
Subnet Mask:

Gateway:

|

After a few seconds, the NCOM Virtual Serial Port Manager will search and display all
attached NCAN CAN to Ethernet Gateway automatically.
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Beach list

| - Belect a device to read parameters - |

WAME

i3

FW Ver...

HW Ver...

Statuz

Berver Naime:
Product:

Serial Humber:
Firmeare Bevizdom:
IF Addres:

MAC Address:
Address Type:
Static TP Address:
Bubnet Mask:
Cratewsanr:

CAN_20102601
NCAN-1 series
20102601

1.20

192 168.31.151
0004 D980 B6:CA
USE DHCP A utalP
102 168.254 254
2552552550
0000

P Fearch Device
@ Cipen Web
{5 Reboot Device
& Restore Defaults

4 Firmware Update

COM Port Information
# Port State 434 Al
[ Portl CAN

A4d4 Belect

Close
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8.6.1 Selecting an NCOM Device to Read Parameters

After you select an attached NCOM device to configure the virtual serial port
parameters, you will find the NCOM device information on the main window of
NCOM Virtual Serial Port Manager. The information includes “Server Name”,
“Product”, “Serial Number”, “Firmware Revision”, “IP Address”, “MAC Address”,
“Address Type”, “Static IP Address”, “Subnet Mask” and “Gateway”.

Zeach list | - Zelect a device to read perameters - |
NAME IF MAC FW ¥er.. HW Ver.. B Bearch Device
CAN_20102601 a3, 11,151 00:04:D9 i
& Open Web
{5 Reboot Device
& Restore Defaults

4 Firmware Update

Statuz COM Port Infonmation
Server Name: CAN_20102601 #  Tont Hate 444 AT
Product: NCAN-1 sries ] Porti CAN
Serial Number: 20102601 Add Belect

Firmware Revision:  1.20
IP Address:  192.168.31.151
MAC Lddress:  00:04:D9:80:B6.C4A
Address Type: USE DHCP/LutolP
Static TP Address: 192,168 254 254
Bubnet Magk: 2552552550
Gateway: 0000

Cloz
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8.6.2 Installing Virtual Serial Port Driver for NCAN CAN to
Ethernet Gateway

The search function can also create virtual COM ports and install virtual serial port
drivers automatically. After selecting an attached NCAN CAN to Ethernet Gateway
from the control menu, click “Add All” button to install virtual serial port drivers
automatically. After installation you will find two “Create NCAN_XXXXXXXXX_COMX"
messages and the virtual serial ports created for the attached NCOM device.

Seach list | - Select a device to read parameters --- |
HaME IF HAC FW Ver.. HW Ver. £ Bearch Device
CAN_20102601 192.168.31.151 00:04.D2:E0:Ba:CA 1.20 w10
¢ Open Web
& Rehaot Device
& Restore Defaults
4 Fiomware Tpdate
Satus IR Pt Tnfocesdi
Add Virtual COM Port >

Server Name: CAN_20102601
Product: NCAN-1 wries

Seris] Number: | 20102601 Create NCAN_20102601_COM2 Lad Select

Firmware Revision: 120

IP Address:  192.168.31.151

MAC Address:  00:04:D9:80:Ba:CA

Address Type: URE DHCP/LutoIP

Static [P Address:  192.1658.254 254
Subnet Magk:  255255255.0

Crateweanr: 00.0.0

Close

Click “OK” to finish creating virtual serial ports for your NCAN CAN to Ethernet
Gateway.
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In the “Search” window, there are five control buttons: “Search Device”, “Open
Web”, “Reboot Device”, “Restore Defaults” and “Firmware Update”.

£ Search Device

&b Open Web

&) Reboot Device

&) Restore Defaulis

4 Fimmware Update
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8.6.3 Manually Search for NCAN CAN to Ethernet Gateway

The “Search Device” button searches for all attached NCAN CAN to Ethernet
Gateway. If a new NCAN CAN to Ethernet Gateway is attached to the network
system, you can click “Search Device” to find new NCAN CAN to Ethernet Gateway.

Seachlist | — Select a device {o read parameters — | Seachlist 1 — Select s device o read parameters —|

NCOW_210136790 268114 004D9SE0050 080
NCOM_&10654321 1921681117 000409806480 030
Dabd NCOM_&10011111 1921681140 00:04D9805050 0.0
NCOM_410300003 1921681149 00:04D9302083 060
O Reboot Device NCOM_410300002 192.168.1.105 00:04D980:80:82 060
NCOM_&10300001 192.168.1.112

00:0409308081  0.60

© Restors Defauls NCOM_410012345 1921681134 00:04093000:12  0.60 © Restors Defauits
NCOM_410300000 192.168.1.118. 00:04:09.3080:80 __ 0.60

>
-4
3
H
]
Ellz| |
A 1N 1
Al S

Stat Status COM Pot Iformation

Server Nam Sesrcting Devics. Please vkt I:> Server Name: # Pot State
Product: e = Product:

Seral Number —_—— ‘Serial Number:
Fimware Revision Firware Revision
1P Address; IP Address:
MAC Address: MAC Aderess:
Address Type: Address Type:
Static IP Addfess: Sttic [P Address:
‘Subnet Mask ‘Subet Mask:
Gateway Gatenay:
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8.6.4 Opening the Web Console Interface

The “Open Web” button opens the web console interface to configure NCAN. After
selecting an attached NCAN CAN to Ethernet Gateway, click “Open Web” to open the
web console interface for that particular NCAN CAN to Ethernet Gateway.

Zeach list | - Zelect a device to read perameters - |
WAME i MAC FW ¥er... HW Ver.. B Bearch Device
CAN_20102501 ] il
& Open Web
{5 Reboot Device
& Restore Defaults

4 Firmware Update

Statuz COM Port Information
Server Name: CAN_20102601 #  Tont Hate 434 AL
Product: NCAN-1 sries ] Porti CAN
Serial Humber: 20102601 Add elect

Firmware Revision:  1.20
TP dddress:  192.168.31.151
MAC Lddress:  00:04:D9:80:B6.C4A
Address Type: URSE DHCP/LutolP
Static TP Address:  192.168.254 254
Bubnet Magk: 2552552550
Gateway: 0000

Clow
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8.6.5 Rebooting NCAN CAN to Ethernet Gateway

The “Reboot Device” button reboots/resets your NCAN CAN to Ethernet Gateway.
After selecting an attached NCAN CAN to Ethernet Gateway, click “Reboot Device”
and a message will ask “Are you sure you want to reboot device?” Click “Yes” to
reboot/reset your NCAN CAN to Ethernet Gateway.

‘Seach ket I—Sdedrapewoetomadpuuze‘lg:—l —
NAME IP MAC Verson [ - Semch Dovice J
NCOM_410011111 192.163.1.138 00:04:09:805050  0.80
|LNCOM 410900002 1921681102 000403208082 020 | [ Open ]
NOOM_410900003 152 168.1.144 000409808083 080 @ Open Web
NOOM_410017888 192.168.1.139 00:04:09:808759 080
NCOM_410012345 1921631132 00:04.09.80.0012 080 O Reboot Device
NCOM_10103452 192.168.1.171 000403817344 1.0
NCOM_410789456 192.168.1.10 000409807887  0.70 [ © Restore Defauks I
NOOM_410011236 192.168.1.169 000409800563 020
A Frmware Update
Status _COM Port Information
Server Name.  NCOM_410900002 # Pot State
Product:  NCOM-213+M 7] Pot RS-232 MODE
[] P2  RS-232MODE
Sedal Number- 410900002 L -

NCOM Virtual Senial Port Manager

6 Are you sure you want to reboot device?
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8.6.6 Restoring to Factory Defaults

The “Restore Defaults” button restores the firmware to factory defaults. When you
select an attached NCAN CAN to Ethernet Gateway, you can restore all options to
factory default states by clicking the “Restore Defaults” button; After clicking
“Restore Defaults”, a message will ask “Are you sure you want to restore device to
default?”. Confirm by clicking “Yes” and the NCAN CAN to Ethernet Gateway will
restore all options to factory defaults.

Seach kst | — Select a device to read parameters — |
NAME P MAC Version [ 0:Sumrchi Daice 1
NCOM_410011111 192.168.1.138 00:04:05:80:50:50 080
21631302  COOSDSEIS0E2 030 | :
NOOM_410500003 152.168.1.144 00:04:05:80:80:83 080 @ e ]
NCOM_410017888 192.168.1.139 00:04:05:80:87.59 080
NCOM_410012345 192.168.1.132 00:0409:80.00:12 080 ( O Reboot Device ]
NCOM_10103452 1921681071 00:04:09:81:73.44 10
NOOM_410783456 182.168.1.10 00:04.09:80:78.87 070 & Restore Defaits
NCOM_410011236 152.168.1.169 00:04:05:80:05:63 020
4 Femware Update
Server Name:  NCOM_410900002 # Pot Sate } A
Product: NCOM-213:-M | Pot1 RS-232 MODE |
] Post2 RS-232 MODE
Serial Number: 41 - -
NCOM Virtual Serial Port Manager
Femvware Revision:
IP Address: 22
MAC Address: 00 Io Are you sure you want to restore device to default?
Address Type:
Static IP Address.
Subnet Mask
Gateway:
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8.6.7

The “Firmware Update” button opens the firmware update tool to upgrade NCAN-1

firmware contents via Ethernet port.

Firmware Update Tool

Seach it 1 — Select a device to read parameters — |
NAME P MAC Version [ Al }
NCOM_410011111 1921681138 000409805050  0.80
M 41 3 152.168.1.144 A
[ ncom a10900002 192 162.1.102 00.04:09.80.80:82 __ 0.80 l B Onen Web }
NCOM_410017888 192.168.1.139 000409808759  0.80
NCOM_10103452 192.168.1.171 000409817348 10 l O Reboot Device }
NCOM_410783456 192.168.1.10 000409807887  0.70 [
NCOM_410012345 192.168.1.132 000409800012 080 | Resors Deuts ]
NCOM_410011236 192.168.1.169 000409800563 020
4 Fmware Update
Ratus COM Poet Informagion _
Server Name:  NCOM_410900002 % Pt Sate ‘ AddN
Product:  NOOM-213:M ] Pott1 RS-232 MODE |
Sedal Number: 410900002 NCOM Virtual Serial Port Manager feesss/ l  Add Select ]
Firmware Revision:  0.80 [
IP Address:  192.168.1.102
MAC Address: 00:04:09:80.80.82
Address Type:  USE DHCP/AutolP
Static 1P Address:  132.168.254 254
Subnet Mask:  255.255.2550
Gateway: 0000 ‘
[ o= ]

When you click “Firmware Update”, a message will ask “Are you sure you want to
update firmware?” Confirm by clicking “Yes” and the message “Input new firmware
file” will appear.

(o] [

Use the “File” button to browse to the new firmware file and click on “Update” to
start upgrading NCAN-1’s device firmware.

IF:\m.bin I File:

Update
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While upgrading, you will find the following message.

SWTITAN-HP W Users'\Publichsend file \NOCM_472_one bin File:

Lo | [ome |

After successfully upgrading the firmware contents, there will be a message stating
“Update Success!!”.

SWTITAN-HPUsers'\Publictsend file \NOCM_472_one bin File:

‘ Update ‘ Close

==

Update Success!!

Click on “OK” to finish the firmware update procedure.
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8.7 Configuring NCAN CAN to Ethernet Gateway

NCOM Virtual Serial Port Manager has a configuration function which can configure
all attached NCAN CAN to Ethernet Gateway. It can also import/export configuration
files for NCAN CAN to Ethernet Gateway, open web console interface to configure
NCAN CAN to Ethernet Gateway, reboot NCAN CAN to Ethernet Gateway, restore
factory defaults and execute firmware update.

“Configuration” (configure all attached NCAN CAN to Ethernet Gateway).

Clicking on “Configuration cerfieurstion ” takes you to the control menu page shown below:

MNCOM Configuration - O >
Device List | - Selecta dewice to read parameters - | Port Status
NAME P MAC FWl Ver HW .. Port: i
CAN_123455790 19216831 08 00:04:D9:80:01.03 1.20 w10 Serial Settings
Maode: w
Band Fate: w
Data Bits/PanibwStop Bits ~ v o
Flow Control: w
Device Control Network Settings
£ Search Mods: !

Open WEB Reboot Device il gt 2
Configuration InportExport oras Tort I:I &
Device Status
] et |

Address Twpe: .
TDP Setting: w| (A
Prodoet e I e
Serial Number: Swbmetbase | | wrpestl: [ | )

Hard ware Revision: asting O]

IP Address:

Import Export Restore Defanlts Firmware Tpdate

Server Name:

MAC Address: Update
[] Set Defanlt Update @
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After a few seconds, NCOM Virtual Serial Port Manager will search all attached NCAN
CAN to Ethernet Gateway automatically, and you will find “Device List” information
for all NCAN CAN to Ethernet Gateway.

MNCOM Configuration — O X
Device List J. - Belecta device to vead parameters — | Port Status
WAHME i HAC FW Ver HW . Port v
CAN_123456790 192.168.3198 00:04:.D9:80:01.02 120 w10 Serial Settings
Mode: ~
Band Rate: w
Data Bits/ParitwStop Bits ~ ~ o
Flovw Control: w
Device Contral Network Settings
~ Search Mode: <M
Cpen WEB Reboot Device

Local Port: ?

Configuration ImportExport oees e I:I @

mr o

Import Export Restore Defanlts Firmuware Tpdate

I —

- e | 0
Dewvice Statns

e e

Lddres Twpe: ~ .
TUDP Setting: «|

Prodet e I R T
Serial Humber: Swbmetbase | | WPl [ | )

Firmware Revision: Crateway: I:I UDF Dest. Port: I:I @
bt | @
Hardware Revision: -

IP Address:

Server Name:

MAC Address: pdate
[ Set Default Update 5]
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8.7.1
Parameters

When you select an attached NCAN CAN to Ethernet Gateway to configure the
virtual serial port parameters, you will find “Device Status”, “Port Status”, “Device
and “Configuration Import/Export” on the main window of NCOM

I"

Contro
Configuration.

Selecting an NCAN CAN to Ethernet Gateway to Configure

Hardware Revision:

IF Address:

MAC Address:

Tpdate

[] Set Defanlt

MNCOM Configuration - O
Device List | - Selecta device to read perameters - | Port Status
NAME IF MaC FWl Ver HW .. Part:
CAN_ 123456790 102.168.31 98 00:04:D9:80:01.03 120 w10 Serial Settings
Mode: v
Band Rate: v
Diata BitsParitwop Bits w w ~
Flow Control: v
Device Control Network Settings
» Search Mode: v @
Cipen WEB Reboot Device il gt o
Configuration ImportExport oras Tort l:l :
Import Export Restore Defanlts Firmware Tpdate
- Kt ] 0
Device Statuz
T —
Server Name: I:I Address Tupe: ~ .
TDP Setting: v @
Podut e N I R
Serial Number: Swbmetbaske | | wPpestl: [ | )
Firmware Revision: Cateway: I:I UDP Dest. Fort: I:I @
S —

Tpdate (64}

63




8.7.2 Device Status

The “Device Status” section indicates the following information: “Server Name”,
“Product”, “Serial Number”, “Firmware Revision”, “IP Address”, “MAC Address”,
“Address Type”, “Static IP Address”, “Subnet Mask” and “Gateway”.

MNCOM Configuration - O X
Diewvice Ldst | - Selecta device to read perametsrs — | Port Status
NAME 1P FWVer HW . Fort: |PORT 1 2
CAN_ 20102601 92.168.31.151 | 00:04: 36:Ch CAN Settings
Mode: | Closs ~
BEit Rate: | 100k ~
Acceptance Mask/Filter | 00000000 Q0000000
Timedtamp: | Off v
Device Control Network Settings
£ Search Mode: | Driver Made v @
Cpen WEB Reboot Device fiarelRerse |00 @
Configuration InportExport peat ot ’
Dest. IF: 0000 6]
Import Export Restore Defanlts Firmuware Tpdate
Dest. Poxt: 2000 6]

Dewvice Status
— ®
Server Name: |CAN_20102601 Bddress Type: |USE DHCPAAutolP

UDP Setting: | [z Unicast @
Product. NCAN-1 seriss Static [P Address: | 192168354254 UDF Local Part: 4000 ®
Serial Number: 20102601 Subnet Magk: 2552552550 UDP Dest. IP: 0000 6]
Firmware Revision:  1.20 Gateway: 0.0.00 TDP Dest. Poxt: 4000 6]
Multicasting IP; | 224.0.0.0 ?
Hardware Revizion: w1.0 @
Buffer Length: [ (3]
IP Address; 192.168.31.151 )

Timeont: [ 4]

MAC Address:  00:04:D9:80:.BA6:CA Update
[] Set Defanlt Update @

In “Device Status”, you can modify “Server Name”, “Address Type”, “Static IP
Address”, “Subnet Mask” and “Gateway” depending on your application.

To change the CAN to Ethernet Gateway name, modify the “Server Name” under
“Device Status”. You need to enter a new name (such as NCAN-1) and click “Update”
to set your CAN to Ethernet Gateway to a new name.

After clicking “Update” a confirmation message will ask “Are you sure you want to
change server name?” Confirm by clicking “Yes”.

-
MCOM Configuration l' o ‘J

| Are you sure you want to change the server name?

ves || Mo
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After NCAN-1 successfully changes to a new name, a message will indicate
“Success!!”. Click on “OK” to finish the procedure.

. )

Success!!

NCAN-1 CAN to Ethernet Gateway is configured with a default private IP address
(static IP address): 192.168.254.254.

MNCOM Configuration - O it
Device List | === Selecta device to read parameters --- | Port Status
NAME IF MAC FW Ver HW . Port: |FORT v
CAN_20102601 192.168.31.151 6:CA CAN Settings
Mode: | Clos v
BEit Rate: | 100k e
Acceptance MagFilter | 00000000 Q0000000
TimeStamp: | Off >
Device Control Network Settings
» Search Mode: |Driver Made v @
Cipen WEB Reboot Device
Local Port: 2000 3]

Configuration Import/Export
Dest. IP: 0000 ?

Import Export Restore Defaults Firmuware Tpdate
Diest. Poxt: 2000 (?

)
)
Device 3atus TCE Timeout :I @
)
)
)

Yerver Name: |<AN_20102601 Address Type: | USE DHCRLutoIP )

UDF Setting:  Use Unicast (2
Product. NCAN-1 series Static IF Address: | 192.162.254.254 UDP Local Poxt: 40010 @
Serial Number: 20102601 Subnet Magk: 255 2552550 UDF Dest. IF: 0000 6]
Firmware Revision: 1.20 Gateway: U000 UDF Dest. Fort: - 4000 O]
Multicasting IF: | 224.0.00 ?
Hardware Revision: w1.0 @
Buffer Length: 0 5]
IP Address: 192168 31.151

Timeout: 0 5]

MAC Address:  00:04:D9:80:BA:CA Tpdate

[ Set Defanlt Update @

Many networks work in a DHCP network, which assigns IP addresses for client
computers and NCAN-1 automatically. In this case, you need to set NCAN-1's IP
address to DHCP/AutolP mode.

Under “Device Status” of NCOM Configuration, select “USE DHCP/AutolP” under
“Address Type:” and click “Update”. A message will ask “Are you sure you want to
change Static IP to DHCP/AUTOIP?”, confirm by clicking “Yes” and NCAN-1 will be set
to DHCP/AutolP mode.
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MNCOM Configuration — O X

Device List | --- Selecta dewice to read parameters --- | Port Status
MAWE i) LT L L Port: |PORT 1 v
CAN_20102601 192.168.31 151 | 00:04:09:80 BA:CA CLN Settings
Mode: |Clom e
Bit Rate: | 100k W
Acceptance MasluFilter | 00000000 0aaoooan
TimeStamp: | Off R
Device Control Network Jettings
£ Search Mode: | Driver Made v M
Cpen WEB Reboot Device e [T ;
Configuration Import/Export nee ot @
Dest. IF: 0000 )
Import Export Restore Defaults Firmyware Update
Dest. Port: | 2000 )

- e —
Device Statns
fep e @
Server Name: |CAN_20102601 Address Type: | | USE DHCFAAuoIP
UDP Setting: )]

1se Unizast
Product. NCAN-1 series Static [P Address: | 192.168.254.254 UDF Locsl Pagt: 4000 @
Serial Number, 20102601 Subnet Magk: 25525525500 UDP Dest. IP:  0.0.0.0 @
Firmwaye Revision:  1.20 Gateway: 0.0.00 UDP Dest. Post: 4000 3]
Multicasting IP; | 224.0.0.0 ?
Hardware Revizion: w1.0 @
Buffer Length: [ (3]
IP Address; 192.168.21.151 )

Timeont: [ (3]

MAC Address:  00:04:D9:80:Ba:CA pdate

[] Set Defanlt Update 3]
NCOM Configuration |

After successfully setting NCAN-1 to DHCP/AutolP mode, a message will indicate
“Success!!”. Click on “OK” to finish changing the IP address type.

- )

Success!!

When NCAN-1 is working in a static network environment, you need to set NCAN-1
to a fixed IP address mode.

Under “Device Status” of NCOM Configuration, select “USE Static IP” under “Address
Type:” and enter a new static IP address (such as 192.168.0.1), subnet mask (such as
255.255.255.0) and gateway (such as 0.0.0.0). Afterwards, click “Update” to set
NCOM to a new static IP address for static network environments.
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After clicking “Update”, a confirmation message saying “Are you sure you want to
change new Static IP?” will appear. Confirm by clicking “Yes” and NCAN-1 will be set
to a new static IP address.
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8.7.3 COM Port Status

The “Port Status” section indicate the following information: “Port X”, “CAN Settings”
and “Network Settings”.

MNCOM Configuration - O X
Diewvice Ldst | - Selecta device to read perametsrs — | Port Status
NAME MAC FWVer HW . Fort: [ |[PORT 1 2
CAN_20102601 00:04:09:80:B6:Ci CLN Settings
Mode: | Closs ~
BEit Rate: | 100k ~
Acceptance Mask/Filter | 00000000 Q0aoooan
Timedtamp: | Off ~
Dievice Comtral Network Settings
£ Search Mode: | Driver Made v @
Cpen WEB Reboot Device fiarelRerse |00 @
Configuration InportExport peat ot :
Dest. IP: 0000 )]
Import Export Restore Defanlts Firmuware Tpdate
Dest. Port: 2000 )]
Device Status
o e ®
Server Name: | CAN_20103601 Address Typs: | USE DHCRAAumlE «
UDP Setting:  [Tse Unicast (€))
Product. NCAN-1 seriss Static [P Address: | 192168354254 UDF Local Part: 4000 ®
Serisl Number: 20102601 Subnet Mask: 2952552550 UDE Dest. IF: 0000 4]
Firmuware Revision:  1.20 Gateway, 0.0.0.0 UDP Dest. Foxt: | 4000 @
Multicasting IP: 224000 0
Hardware Revision: «1.0 @
Buffer Length: [ (3]
IP Address: 192.168.31.151 .
Timeont: [ (3]
MAC Address:  00:04:D9:80:.BA6:CA Update
[] Set Defanlt Update @
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8731 Changing CAN Parameters

To change serial parameters under “Serial Settings” for a virtual serial port, click
“Portl/Port2” under “COM Port Status”. You can modify the following serial
parameters:

Mode Close, Normal Mode, Listen Only, Close
Loopback
Bit Rate 10K to 1000K bit/s 100KDbit/s
Acceptance Mask 0x00000000~0x1FFFFFFF 0x00000000
Acceptance Filter 0x00000000~0x1FFFFFFF 0x00000000
TimeStamp Off, On Off

After changing the serial parameters, click “Update” to activate the new serial
parameters. When the serial parameters are changed successfully, a message will
indicate “Update Success!!”.

MNCOM Configuration - O it
Device List | === Selecta device to read parameters --- | Port Status
NAME IF MAC FWVer HW.. Fort: |PORT 1 i
CAN_20102801 102.168.31.151 | 00:04:09:80:B6:C4A CAN Setfings
Mode: | Close ~
Eit Rate: | 100k ~
Acceptance Mazk/Filter | 00000000 ]
TimeStamp: | Off -
Dievice Comtral Network Sethings
» Search Mode: | Driver Mode o @
COpen WEE Reboot Device iprefRerse [T ?
Configuration ImportExport nea Tork '
Dest. IP: 0000 )
Import Export Restore Defaults Firmuware Tpdate
Dest. Port: 2000 )
- e —
Device Statnz
g e ®
Server Name: |CAN_20102601 Address Type: | USE DHCRMAutoIP
UDP Setting: |Tse Unicast O]
Froduct:  NCAN-1 series Static [P Address: 192,168 254254 UDF Local Pagt | 4000 @
Serial Number: 20102601 Subnet Magk: 2552552550 UDF Dest. IF: 0000 6]
Firmware Fevision:  1.20 Gratewany 0.0.00 UDF Dest. Fot: 4000 O]
Multicasting [P 224,000 ?
Hardware Revision: v1.0 .
Buffer Length: [0 (13
IP Address: 192.168.31.151 .
Timeont: 0 (13
MAC Address:  00:04:D9:280.B6:CA Update
[] %et Defanlt Update ¢3]

Click on “OK” to finish changing the serial parameters.

If you want to save these CAN parameters as defaults, you need to check “Set
Default” and click on “Update”. When the new serial parameters are saved, a
message will indicate “Update Success!!”.

=

Update Success!!

Click on “OK” to finish modifying serial parameters and saving new serial parameters.
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8.7.3.2 Changing Network Operation Mode

To change the network operation mode of a virtual serial port, click “Port 1” under
“COM Port Status”. Under “Network Settings”, you may choose “Driver Mode”,
“RFC2217 - Server”, “RFC2217 - Client”, “TCP Raw - Server”, “TCP Raw - Client”, “Pair
Connection Master Mode”, “Pair Connection Slave Mode” and “UDP” depending on

your application.

After selecting an operation mode, click “Update” to set your NCAN-1 into the

proper operation mode.

Device Status
Server Name:
Product: NCAN-211
Serial Humber: 123458700
Firmware Revision:  1.20
Hardware Revision: 1.0
IP Address: 192.188.3198

MAC Address: 00:04:D9:80:01.03

Lddress Twpe:
Static [P Address:
Subnet Mask:

Crateway:

TEE DHCP/AutolP
192 168 254254
2552552550

0000

Update

Dest. Port

TCP Timeout
Keep alive:
TDP Setting:
UDP Local Port:
TDF Dest. IF:
UDP Dest. Port:
b ulticasting [F:
Buffer Length:

Timeout:

MNCOM Configuration - O X
Diewvice Ldst | - Selecta device to read perametsrs — | Port Status
NAME 1P MAC FWVer HW . Fort: |PORT 1 2
CAN_123456790 192.168.31 98 00:04:09:80:01.03 10 w10 CAN Bettings
Mode: | Closs ~
BEit Rate: | 100k ~
Acceptance Mask/Filter | 00000000 Q0000000
Timedtamp: | Off v
Device Control Network Settings
© Search s o
Open WEB Reboot Device Jriver Mode
_— ? Local Port]| ettt @
Configuration ImportExport
) Dest. IPY | TCP Rawr - Server @
Import Export Restore Defanlts Firmuware Tpdate TCP Raw - Client

Pair Connection - Masted
Pair Comnection - $lave
ULP

@
@

®

e Tndcast
4000
0000
4000
224000

1]

1]

[] Bet Diefanlt

Tpdate

@
@
@
@
@
@
@

7

After clicking “Update” to set your NCAN-1's
indicate “Update Success!!”.

r =)

Update Success!!

operation mode, a message will

Click on “OK” to finish change operation mode procedure.
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If you want to save the new operation mode as defaults, you need to check on “Set
Default” and click on “Update”. When the new operation mode is saved, a message
will indicate “Update Success!!”.

r =)

Update Success!!

Click on “OK” to finish changing and saving a new operation mode.
To modify the network settings for a chosen operation mode, please refer to Chapter

5 for detailed information. You can also modify the network parameter settings for
your NCAN-1 CAN to Ethernet Gateway.
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Following are the default values of network parameters:

Mode Driver Mode
Timeout 0 seconds

Keep alive time 10 minutes
Address Type Static IP

Static IP address 192.168.254.254
Subnet Mask 255.255.255.0
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8.7.4

Device Control

The “Device Control” section contains the “Search Device”, “Open Web”, “Reboot
Device”, “Restore Defaults” and “Firmware Update” functions.

MNCOM Configuration

Device List | --- Selecta device to read parameters--- |
NAME MAC FW ¥er HW ..
CAN_20102601 00:04:09 80 B6:CA
Device Control
£ Search
Cpen WEB Reboot Device
Configuration ImportExport
Import Export Restore Defanlts Firmuware Tpdate
Dewvice Status
Server Name: |CAN_20102601 Bddress Type: | USE DHCF/AutolP  +
Product.  NCAN-1 series Static [P Address 192108254 354
Serial Number: 20102601 Subnet Magk: 2592552550
Firmuware Revision:  1.20 Gateway, 0.0.0.0
Hardware Revision: «1.0
IP Address: 192.168.31.151
MAC Address:  00:04:D9:80:.BA6:CA Update

- O
Port Status
Port: |PORT 1
CAN Zettings
Mode: | Closs
Bit Rate: | 100k

=

~

L3

Aecceptance Mask/Filter

TimeStamp:

Netwaork Settings

Mode:

Loval Port:
Dest. IF:

Dest. Port:

TCP Timeout:
Keep alive:
TIDP Setting:
UDP Local Port:
TDF Dest. IF:
TDF Dest. Port:
Multicasting IF:
Buffer Length:

Timeout:

[] Bet Diefanlt

Off

Driver Mode ~
2000

nooao

2000

P
Uz Unicast

4000

0000

4000

224000

1]

1]

Tpdate

L3

@
@
@
@
@
@
@
@
@
@
@
@
@

@
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8.7.4.1 Manually Search for NCAN CAN to Ethernet Gateway

The “Search” button searches for all attached NCAN CAN to Ethernet Gateway. If a
new NCOM device is attached to the network system, you can click “Search Device”
to find new NCAN CAN to Ethernet Gateway.

NCOM Configuration - O *
Devwice List J - Belecta device to read parameters --- | Port Statos
NAME 1P MAC FW Yer HW .. LB O e
CAN Zettings
Mode: w
Bit Rate: W
TirneStaimp: v
Device Control Netwark Settings
P Mode: v @
Open WEB Eeboot Device e B @
Configuration Impor/Export peeL ot '
Deest. IF: )]
Import Export
Dest. Port: (%
Searching Device. Flease wait...
- S —
Device Satus
e e —
Server Name: Lddress Type: .
TDP Setting: (%
Product: Static IP Address: UDF Lacsl Fort: @
Serial Nuniber: Subnet Mask: TUDP Dest. IP: (%
Firmware Revision: Cratewanr: UDE Dest. Port: O]
Multicasting IF: 7
Hard ware Revizion: &
IF Addres:
MAC Addres: TUpdate
[ St Default Update )]
NCOM Configuration - O X
Device List | - Belect a device to read parameters --- | Port Status
NAME IF MEAC FW Yer HW .. Eort S (RO e
CAN_123456790 192.168.31 98 00:04.D3:80:01:0% 120 v1.0 CAN Settings
Mode: ~
Eit Rate: w
TimeStamp: -
Device Control Netwark Settings
£ Search Mode: v @
(Open WEB Reboot Device ol it @
Configuration ImportExport oee fort '
Dest. IP: @
Tmport Export Restore Defaults Firmware Update
Dest. Post: (9
Device Statoz
e —
Server Name: l:l Address Type: | USE DHCPAAutIP )
TDP Sething: 6]
Product: Static TP Address: UDE Local Port: @
Serial Number: Subnet Mask: TUDFE Dest. I[F; 4]
Firmware Revision: Grateway: UDP Dest. Port: @
Multicasting IF: 7
Hardware Revision: &
IP Address:
MAC Address: Tpdate
[[] Set Default Update &3]
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8.7.4.2 Opening the Web Console Interface

The “Open Web” button can be used to open the web console interface to configure
NCOM. After selecting an attached NCOM device, click “Open Web” to open web
console interface for that particular NCOM device.

MNCOM Configuration — O X
Device List | - Selecta device to read parameters - | Port Status
NIHE g HT FRTEr  HW Port: |PORT 1 "
CAN_20102601 A CAN Settings
Mode: | Closs ~
Bit Rate: | 100k ~
Acceptance Mask/Filter | 00000000 | | 00000000
Timeftamp: | Off ~
Device Control Network Settings
£ Search Mode: | Driver Made v @
Cpen WEB Reboot Device ieredRerse |00 @
Configuration Import/Export hea it ’
Dest. IP: 0000 6]
Import Export Restore Defanlts Firmuware Tpdate
Dest. Poxt: 2000 6]
- e
Dewvice Statns
o e ®
Server Name: |CAN_20102601 Bddress Type: | USE DHCF/AutolP  +
UDP Setting:  [Tse Unicast (€))
Product. NCAN-1 seriss Static [P Address: | 192168354254 UDF Losal Part: 4000 @
Serial Number: 20102601 Subnet Mask: | 2552552550 UDP Dest. IP: 0000 6]
Firmware Revision:  1.20 Crateway: 0.0.0.0 UDP Dest. Foxt: | 4000 @
Multicasting IP:  224.0.0.0 ?
Hardware Revision: +1.0 .
Buffer Length: [ (3]
IP Address: 192.168.31.151 )
Timeont: [ (3]
MAC Address:  00:04:D9:80:Ba:CA pdate
[ Set Default Update 5]
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8.7.4.3 Rebooting NCAN CAN to Ethernet Gateway

The “Reboot Device” button reboots/resets your NCOM device when you need to.
After selecting an attached NCOM device, click “Reboot Device” and a message will
ask “Are you sure you want to reboot device?”. Click “Yes” to reboot/reset your

NCOM device.

MNCOM Configuration — O X
Diewvice Ldst | - Selecta device to read perametsrs — | Port Status
WEME TF AT FW Ver HW . Fort: |PORT | i
CAN_20102601 07 A CAN Settings
Mode: | Closs ~
Bit Rate: | 100k ~
Acceptance Mask/Filter | 00000000 | | 00000000
Timetamp: | Off ~
Device Control Network Settings
£ Search Mode: | Driver Made v @
Cpen WEB Reboot Device ieredRerse |00 @
Configuration Import/Export hea it ’
Dest. IP: 0000 6]
Import Export Restore Defanlts Firmuware Tpdate
Dest. Poxt: 2000 6]
Dewvice Status
o 2
Server Name: |CAN_20102601 Bddress Type: |USE DHCPAAutolP
UDP Setting:  [Tse Unicast (€))
Product. NCAN-1 seriss Static [P Address: | 192168354254 UDF Losal Part: 4000 @
Serial Number: 20102601 Subnst Mask; 2552552350 UDP Dest. IP: 0000 @
Firmware Revision:  1.20 Gateway: 0.0.00 TDP Dest. Poxt: 4000 ]
Multicasting IP:  224.0.0.0 7
Hardware Revision: «1.0 .
Buffer Length: [ (3]
IP Address: 192.168.31.151 )
Timeout: 0 6)]
MAC Address:  00:04:D9:80:Ba:CA pdate
[ Set Default Update 5]
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8.7.4.4

Restoring to Factory Defaults

The “Restore Defaults” button restores the firmware to factory defaults. When you
select an attached NCOM device, you can restore all options to factory default states
by clicking the “Restore Defaults” button; After clicking “Restore Defaults”, a
message will ask “Are you sure you want to restore device to default?”. Confirm by
clicking “Yes” and the NCOM device will restore all options to factory defaults.

MNCOM Configuration

Device List | --- Selecta device to read parameters--- |
NAME i3 HAL FilYer HW ..
CAN_20102601 3 3
Device Contral
£ Search
Cpen WEB Reboot Device
Configuration ImportExport
Import Export Restore Defanlts Firmuware Tpdate
Device Status
Server Name: |CAN_20102601 Bddress Type: |USE DHCPAAutolP
Product.  NCAN-1 series Static [P Address 192168254 354
Serial Number: 20102601 Subnet Magk: 2552552550
Firmware Revision:  1.20 Gateway: 0000
Hardware Revision: 1.0
IP Address: 192.168.31.151
MAC Address:  00:04:D9:80:Ba:CA pdate

- O X
Port Status
Port: |PORT 1 w
CAN Zettings
Mode: | Clase w
Bit Rate: | 100k ~
Aecceptance Mask/Filter
Timedtamp: | Off w
Netwaork Settings
Mode: | Driver Mode v (D
Local Port: 2000 (13
Dest. IP: 0000 5]
Diest. Pout: - 2000 ]
TCP Timeout: D @
Keep alive: (3]
UDP Setting:  Use Tnicast 4]
UDP Local Poxt: 4000 ]
UDF Dest. IF: 0000 ]
TDF Dest. Poxt: 4000 6]
Multicasting IP:  224.0.00 6]
Buffer Length: [ (3]
Timeout: 0 4]
[ Set Default Update 5]

After the NCOM device restores all options to factory default states, a message will
indicate “Please refresh device list to read updated parameters!”. Click on “OK” to
finish restoring device to factory defaults.

Lo

Please refresh device list to read updated parameters!
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8.74.5 Firmware Update Tool

The “Firmware Update” button opens the firmware update tool to upgrade NCAN-1
firmware contents via Ethernet port. Before you click “Firmware Update”, please go
to the web console interface of NCAN device firmware. Enable firmware update
interface via Ethernet port to upgrade NCAN-1.

MNCOM Configuration — O X
Device List | - Selecta device to read parameters - | Port Status
WAHE TF HiC TWVer HW . Fort: |PORT1 i
CAN_20102601 032.168.31.15 BE.CA CAN Settings
Mode: | Closs ~
Eit Rate: | 100k ~
Acceptance MasluFilter | 00000000 00000000
Timedtamp: | Off v
Device Control Network Settings
£ Search Mode: | Driver Made v @
Cpen WEB Reboot Device ieredRerse |00 @
Configuration Import/Export hea it ’
Dest. IF: 0000 5]
Import Export Restore Defanlts Firmuware Tpdate
Dest. Poxt: 2000 5]

- e
Dewvice Statns
Kol g
Server Name: |CAN_20102601 Bddress Type: |USE DHCPAAutolP

UDP Setting: | [z Unicast @
Product. NCAN-1 seriss Static [P Address: | 192168354254 UDF Losal Part: 4000 @
Serial Number: 20102601 Subnet Mask: 2552552550 UDP Dest. IP:  0.0.0.0 6]
Firmware Revision:  1.20 Crateway: 0.0.0.0 UDP Dest. Foxt: | 4000 @
Multicasting IP; | 224.0.0.0 ?
Hardware Revizion: w1.0 @
Buffer Length: [ (3]
IP Address; 192.168.31.151 )

Timeont: [ 4]

MAC Address:  00:04:D9:80:Ba:CA pdate
[ Set Default Update 5]

MCOM Virtual Serial Port Manager

o Are you sure you want to Update Firmware?

B

When you click “Firmware Update”, a message will ask “Are you sure you want to
update firmware?”. Confirm by clicking “Yes” and the message “Input new firmware
file” will appear.

[ime | [Lome |
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Use the “File” button to browse to the new firmware file and click on “Update” to
start upgrading NCAN-1’s device firmware.

e

Update Close

While upgrading, you will find the following message.

.

SWTITAN-HPWUsers'Publicsend file \WOCM_472_one bin File:
l Update ] l Close ]

After successfully upgrading the firmware contents, there will be a message stating
“Update Success!!”.

WTITAN-HPYUsers'Publichsend file \NOCM_472_one bin File:

Update Success!!

Click on “OK” to finish the firmware update procedure.
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8.7.5 Importing/Exporting Configuration Settings

The “Configuration Import/Export” function allows you to back up and recover your
NCOM device configuration settings.

8.7.5.1 Exporting Configuration Settings

Select an attached NCOM device then click the “Export” button.

MNCOM Configuration - O >
Dievvice List | - Selecta device to read parameters — | Port Status
WAHE 103 AT FW Ve HW .. Pot: |PORT 1 S
CAN_20102601 5 A a0 CAN Bethings
Mode: | Close ~
BEit Rate: | 100k ~
Acceptance MaglwFilter | 00000000 Q0000000
TimeStamp: | Off =
Dievice Control Network Settings
£ Search Mode: | Driver Made vl @
Cpen WEB Eeboot Device
. . Loeal Port: 2000 (3]
Confizguration Inpo Tyt
Dest. IF: 0000 6]
Import Export Restore Defanlts Firmware Tpdate
Diest. Poxt: 2000 3]

1 TCP Timeout l:l @
Diewice Statng
e ”
Server Name: |CAN_20102601 Address Type: | USE DHCF/AutolP

UDF Setting:  Tse Unicast 0]
Product:  NCAN-1 series Static [P Address: |192.168.254.254 UDP Local Part: 14000 @
Serial Number: 20102601 Subnet Magk:, 2552552550 UDF Dest. IP: 0000 2
Firmware Revision:  1.20 Gateway; 0000 UDE Dest. Port: - 4000 O]
Multicasting IP: 234 0.010 ?
Hardware Revision: «1.0 @
Buffer Length: [ )]
IF Address 192168 31.151 )

Timeont: [ 4]

MAC Address:  00:04:D9:80:.BA6:CA Update
[] Set Defanlt Update @

After you click “Export” you will find a “Save a configuration file” page. Click on “Save”
to store the NCAN device configuration data to a NCAN_XXXXXXXXX.xml file.
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5 save o configuaton e | - L
%v| L. &« Users » Public » sendfile » v|‘¢|| Search send file Fea
Organize » Mew folder = v (7]
&, Windows (G *  Name ° Date modified Type
= HP_RECOVERY (T ]
1 2015 22/11/2016 3:01 PM  File folde
ca HP_TOOLS (E) ' :
. BlueScreenView 21/11/2016 9:03 AM  File foldeq
0 CESNM_XB6FREV _
- .. EH3TEV4 4/11/2016 5:25 PM File folde
w Local Disk (Qz) . |
1. EH388 9/11/2016 9:56 AM  File folder
|
6“! Metwork N
1M EMILY-PC
1% M1
18 NCOMLBS-PC |
M TEST g
1M TITAN
%) TITAN-HP
=1 [ 1 3 I

R E =g fCOM_4107894 56|

' Save as type: | Xml File

4 Hide Folders
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8752 Importing Configuration Settings

Select an attached NCOM device then click the “Import” button.

MNCOM Configuration — O X
Device List | - Selecta device to read parameters - | Port Status
WIHE I T FWver HW . Port: |PORT 1 "
CAN_20102601 92 00:04:09:80:B6.Ci CLN Settings
Mode: |Clom e
Eit Rate: | 100k ~
Acceptance Mazk/Filter | 00000000 00aooaan
Timedtamp: | Off ~
Device Control Network Sethings
# Search Mode: | Driver Made “ ™
Cpen WEB Reboot Device
Local Port: 2000 (3]
Dest. IP: 0000 )]
Restore Defanlts Firmuware Tpdate
Dest. Port: 2000 )]
e
o i ®
Server Wame: |CAN 20102601 Address Type: | USE DHCPAAumlP «
UDP Betting:  [Tse Unicast 6))
Product. NCAN-1 series Static [P Address: | 192.168.254.254 UDF Local Pagt: 4000 @
Serial Number: 20102601 Subnet Mask: | 2552552550 UDP Dest. IP: 0000 6]
Firmware Revision:  1.20 Crateway: 0.0.0.0 UDP Dest. Foxt: | 4000 @
Multicasting IP: 224000 ?
Hardware Revision: v1.0 .
Buffer Length: [ (3]
IP Address:  192.168.31.151 .
Timeont: [ (3]
MAC Address:  00:04:D9:80:Ba:CA pdate
[ Set Default Update 5]

After you click “Import” you will find an “Open” page, select a NCOM configuration
file and click “Open” to start uploading configuration data into NCOM.

- - -
——
» Metwork » TITAM-HP » Users » Public » sendfile » v | ¥4 || Search sen ol
(Te)~ TTAN- [4]
Organize * Mew folder =« i '@'
n Name ° Date modified Type Size
7 Libraries :
2015 22/11/2016 3:01 PM  File folder
i BlueScreenView 21/11/2016 9:03 AM  File folder
& Homegroup o :
EH376V4 4/11/2016 5:25PM  File folder
_ EH338 9/11/2016 9:56 AM___ File folder
1M Computer = =
£, Windows (€3 2] NCOM_410789456 22/11/2016 6:47 PM XML Document 2 KBI
= Windows (C:
s HP_RECOVERY (Dv)
&=a HP_TQOLS (E)
B8 CESNIN_YB6FREV_EN-US_DVS
a Local Disk (Q)
File name: [NCOM_410729456 - [xmiFile -
|I Open ‘vl [ Cancel ]

After all configuration data is uploaded into NCOM device, a message will indicate
“Import Success!!”. Click on “OK” to finish importing configuration data.
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| [t

Import Success!!
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9. NCOM VIRTUAL SERIAL PORT MANAGER AND DRIVER

UNINSTALLATION

9.1 Uninstalling NCOM Virtual Serial Port Manager and
Virtual COM Port Driver

To uninstall NCOM Virtual Serial Port Manager and virtual serial port driver, click the
"Start" button and navigate to “Control Panel”. Choose "Uninstall a program" under

“Programs”.

"

UCJ |@ v Control Panel »

ol

Adjust your computer’s settings

il  System and Security
\9 Review your computer's status
b Back up your computer

' Find and fix problems

Network and Internet
&I View network status and tasks
“&2, Choose homegroup and sharing options

./ Hardware and Sound

%‘ View devices and printers
Add a device

K= Programs
k '; ] Uninstall a program

e § &

View by: Category ~

User Accounts and Family Safety
) Add or remove user accounts
r&' Set up parental controls for any user

Appearance and Personalization
Change the theme

Change desktop background

Adjust screen resolution

Clock, Language, and Region
Change keyboards or other input methods
Ease of Access

Let Windows suggest settings
Optimize visual display

After you click “Uninstall a program”, a page with a list of all your installed programs
will be shown. Select “NCOM Virtual Serial Port Manager” and click on “Uninstall” to
uninstall NCOM Virtual Serial Port Manager and virtual serial port driver.

[l Programs and Features

« « 4 [@ > ControlPanel 5 Programs 5 Programs and Features

Control Panel Home .
Uninstall or change a program

& Turn Windows features on or
off

Organize ~ | Uninstall

View installed updates To uninstall a program, select it from the list and then click Uninstall, Change, or Repair.

- [m}

v & | Search Programs and Features 0

Name Publisher Installed On  Size Version
€ Google Chrome Google Inc. 5/5/2017 58.0.3029.96
4 Intel® Graphics Driver Intel Corporation 5/5/2017 742MB  20.19.15.4531
4@ Microsoft OneDrive Microsoft Corporation 5/5/2017 848MB 17.3.6799.0327
NCOM Virtual Serial Port Manager TITAN Electronics Inc. 5/5/2017 514MB_1.0.1.0 I
4 Realtek High Definition Audio Driver Realtek Semiconductor Corp 5/5/2017 6.0.1.7548

e Help link:
i -

ALH|  TITAN Electranics Inc. Product version: 1010

Support link:  http://www titantw/  Size: 514 MB

p: tw/  Update

P

P
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When you click on “Uninstall”, a message will ask “Are you sure you want to
completely remove NCOM Virtual Serial Port Manager and all of its components?”.
Confirm by click “Yes”.

MNCOM Virtual Serial Port Manager Uninstall = . ——

I.-"'_"‘-.I Areyou sure you want to completely rermove NCOM Virtual Serial Port
"Y' Manager and all of its components?

I Yes

| |

No |

When uninstalling NCOM Virtual Serial Manager Port and virtual serial port driver in,
you will find the following message.

NCOM Virtual Serial Port Manager Uninstall

Uninstall Status

Flease wait while NCOM Virtual Serial Port Manager is removed from your
camputer,

Uninstalling NCOM Virtual Serial Port Manager. ..

Cance

After successfully removing NCOM Virtual Serial Port Manager and virtual serial port
driver, a message stating that “NCOM Virtual Serial Port Manager was successfully
removed from your computer” will be shown.

| MNCOM Virtual Serial Port Manager Uninstall

—

S

.
[ |

W computer,

MNCOM Virtual Serial Port Manager was successfully remowved from your

Click on “OK” to finish removing NCOM Virtual Serial Port Manager and virtual serial

port driver.
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10.FUNCTION DESCRIPTION

10.1 LED Indicators

The ETHERNET to CAN adapter has two LEDs (green LED & red LED) to indicate CAN
bus status for monitoring CAN bus channel status. The green LED indicates CAN bus
data activity while the red LED indicates a CAN bus error. Following are the definition
of different LED combinations:

A: CAN bus channel open/close

When CAN bus channel opens, the green LED will turn on to indicate that the CAN
bus channel is open; When CAN bus channel closes, the green LED will turn off to
indicate that the CAN bus channel is closed.

B: CAN Bus Data Activity
When CAN data frame is sent or received, the green LED flashes continuously to
indicate CAN bus data I/O activity.

C: CAN Bus Error

When an error occurs on the CAN bus, the red LED flashes continuously to indicated
CAN bus error.
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10.2 ASCIll Command Set

The USB CAN adapter can be registered as a virtual serial port on the host computer.
With simple ASCIl commands the USB CAN adapter can be controlled over this serial
port. User can send/receive commands from any simple serial terminal program.

Example: Set bitrate to 500Kbps, open CAN channel, send CAN frame (ID = 002h, DLC
=3, Data =11 22 33), close CAN:

Command Response Function

S6[CR] [CR] Set bitrate of USB CAN adapter to 500Kbps

O[CR] [CR] Open CAN channel

10023112233[CR] z[CR] Send CAN message (ID = 002h, DLC = 3, Data = 11 22
33)

CICR] [CR] Close CAN channel
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10.2.1 Command list

The commands are line based and terminated with newline character CR (0xD). On
error the response will be 0x7 (BELL).

The “help” command (‘H’, ‘h’ or ?’) will list supported commands.

H[CR] [CR] List all supported commands
h[CR] [CR]
?[CR] [CR]

Example: H[CR]

Return Code

List of Supported Commands:

‘O’ — Open the channel in Normal mode

‘L’ — Open the channel in Listen Only mode
‘Y* — Open the channel in Loopback mode
‘C’ — Close CAN Channel

‘S’ — Set standard CAN bitrate

‘s’ — Set non-standard CAN bitrate

‘t’ — Transmit a standard frame

‘T” = Transmit an extended frame

‘r — Transmit a standard remote request frame
‘R’ — Transmit an extended remote request frame
‘7’ — Set timestamp on/off

‘m’ — Set acceptance mask

‘M’ — Set acceptance filter

‘F’ — Read status flag

‘V' — Check software version

‘N’ — Check serial number

‘m’ — Set acceptance mask

‘M’ — Set acceptance filter

‘RST’ — Reset USB CAN Adapter

‘H’, ‘h’” or “?” — List supported commands
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10.2.1.1 Opening the CAN Bus Channel

The CAN bus channel will be opened with the command O[CR], L[CR] or Y[CR]. The
command O[CR] will open the CAN bus channel in normal operation mode, the
command L[CR] will open the CAN bus channel in listen only mode, in which no bus
interaction will be done from the controller. the command Y[CR] will open the CAN
bus channel in a loop-back mode, in which the USB to CAN adapter will also receive
the frames that it sends. Before you use one of the commands, you should set a
bitrate with the commands S or s.

O[CR] [CR] Open the channel in Normal mode
L[CR] [CR] Open the channel in Listen Only mode
Y[CR] [CR] Open the channel in Loopback mode

10.2.1.2  Closing the CAN Bus Channel

The CAN bus channel will be closed with the command C[CR]. The command can only
be used if the CAN bus channel is open.

CI[CR] [CR] Close the CAN channel if it is opened
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10.2.1.3 Setting CAN Bitrate (Standard)

The CAN bus bitrate can be set with the command SX[CR]. The command can only be
used if the CAN bus channel is closed.

SOO[CR] [CR] Set the CAN bus bitrate to 5K
SO[CR] [CR] Set the CAN bus bitrate to 10K
S1[CR] [CR] Set the CAN bus bitrate to 20K
S2[CR] [CR] Set the CAN bus bitrate to 50K
S3[CR] [CR] Set the CAN bus bitrate to 100K
S4[CR] [CR] Set the CAN bus bitrate to 125K
S5[CR] [CR] Set the CAN bus bitrate to 250K
S6[CR] [CR] Set the CAN bus bitrate to 500K
S7[CR] [CR] Set the CAN bus bitrate to 800K
S8[CR] [CR] Set the CAN bus bitrate to 1M

Example: S6[CR] will be set USB CAN adapter to 500K bps CAN Bitrates.

Note: The USB-CAN-SI-M only supports 20 K bits to 1 M bits.
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10.2.1.4 Setting CAN Bitrate (Advanced)

A more user defined bus bitrate can be configured with the command
SXXXXXXXXX[CR]. As with the standard bus timing command above, you can only use

this command when the CAN bus channel is closed.

SXXXXXXXXX [CR] sets the bitrate registers of the CAN controller. Users can set non-
standard bitrates which are not supported by the "SX" command.

The USB to CAN adapter provides a CAN Bitrate Calculator program to calculate the
value of CAN bitrate registers for setting non-standard bitrates. Follow these steps

to calculate and set non-standard bitrates for the USB to CAN adapter:

1.
2.

oukeWw

Open the CAN Bitrate Calculator program.
Enter CAN Bitrate (“150” for 150Kbps CAN Bitrate) in the field “Desired
bitrate:”.
Click “Calculate” to calculate the value of CAN bitrate registers.
Remember the topmost value of CAN bitrate registers.
e.g. Command: s013070603 for 150 kbps CAN Bitrate.

Click “Quit” to exit the CAN Bitrate Calculator program.

2

P E
Titan electronics - CAM BitratefCalculator

Desired bit rate:

150

kbps

| caluste | | ouiT

Bit rate : 150 kbps

TSegl: 07, TSeg2:
TSegl: 04, TSeg2:
TSegl: 03, TSeg2:
TSegl: 02, TSeg2:
TSegl: 01, TSeg2:

06, SIW: 03, BRP

03, SIW: 03, BRP:
02, SIW: 02, BRP:
00, SIW: 00, BRP:

00, 51w 00, BRP

013
nif
027
n3f
kT

Comrmand: s01f040303
Command: s027030202
Comrmand: s03f020000
Command: s04f010000

Example: s013070603[CR] will be set the bitrate to 150Kbps.
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10.2.1.5 Transmitting a Standard CAN Frame

Transmitting a standard CAN frame (ID: 11 bit) over a CAN bus can be done with the
command tiiildddd...dd[CR]. The return value will be z[CR] or the normal error byte
(BELL). The command is only available when the CAN bus channel is open.

tiiildddd...dd[CR] z[CR] Transmits a standard CAN message (11 bit) over the
CAN bus

iii: Standard CAN frame (11 bit) identifier in hexadecimal format (000-7FF).

I: CAN data length (0-8) DLC, with the maximum value being 8 (8 bytes).

dd: Data byte value in hexadecimal format (00-FF). The number of bytes must be
equal to the data length field.

Example: t00231199FF[CR] will send a standard CAN frame with ID = 002h, DLC = 3,
Data =11 99 FF.

10.2.1.6  Transmitting a Standard Remote Request CAN Frame

Transmitting a standard remote request CAN frame (ID: 11 bit) over a CAN bus can
be done with the command riiil[CR]. The return value will be z[CR] or the normal
error byte (BELL). The command is only available when the CAN bus channel is open.

‘Command  Response Funcion

riiil[CR] Z[CR] Transmits a standard remote request (11 bit) over
the CAN bus

iii: Standard remote request CAN frame (11 bit) identifier in hexadecimal format
(000-7FF).

I: CAN data length to request (0-8) DLC, with the maximum value being 8 (8 bytes).
Example: r0023[CR] will send a standard remote request CAN frame with ID = 002h,
DLC = 3 and request 3 data bytes.

92



10.2.1.7 Transmitting an Extended CAN Frame
Transmitting an extended CAN frame (ID: 29 bit) over a CAN bus can be done with

error byte (BELL). The command is only available when the CAN bus channel is open.

Tiiiiiiiildddd...dd[CR] Z[CR] Transmits an extended CAN frame (11 bit) over
the CAN bus

1FFFFFFF).

I: CAN data length (0-8) DLC, with the maximum value being 8 (8 bytes).

dd: Data byte value in hexadecimal format (00-FF). The number of bytes must be
equal to the data length field.

Example: T1FFFFFFF3112233[CR] will send an extended CAN frame with ID =
1FFFFFFFh, DLC = 3, data = 11 22 33.

10.2.2 Transmitting an Extended Remote Request CAN Frame

Transmitting an extended remote request CAN frame (ID: 29 bit) over a CAN bus can

error byte (BELL). The command is only available when the CAN bus channel is open.

Riiiiiiiil[CR] Z[CR] Transmits an extended remote request (29 bit) over
the CAN bus

(00000000-1FFFFFFF).

I: CAN data length to request (0-8) DLC, with the DLC maximum value being 8 (8
bytes).

Example: R100000023[CR] will send an extended remote request CAN frame with ID
=10000002h, DLC = 3 and request 3 data bytes.
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10.2.2.1 Setting Timestamps ON/OFF

The timestamp command will set the timestamp functionality of received frames ON
or OFF. This command is only available when the CAN channel is closed.

Z1[CR] [CR] Set the timestamp functionality on received frames
ON

ZO[CR] [CR] Set the timestamp functionality on received frames
OFF
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10.2.2.2 Setting Acceptance Mask

The acceptance mask, in conjunction with the acceptance code (M), defines which
CAN message frames (i.e. of a specific ID or range of CAN IDs) will be passed to the
serial interface. The acceptance mask value corresponds to bits within a range of
valid CAN IDs for either standard or extended CAN frames. This command is only
active if the CAN channel is initiated and not opened.

Set Acceptance Mask (m) command should be executed prior to Set Acceptance
Code (M).

Note: The CAN channel will revert to its prior state after execution. For example, if
the channel is open when this command is executed, the channel will update the
setting and return to the open state.

miii[CR] [CR] Set acceptance mask for standard CAN frame (11 bit)
identifier
miiiiiiii[CR] [CR] Set acceptance mask for extended CAN frame (29

bit) identifier

iii = standard 11-bit CAN mask (0x000 through Ox7FF)

A value of “0” in a bit location indicates that the bit location ID value is to be ignored
when filtering messages.

Default is to pass all frames (acceptance mask = 0x000 for standard messages and
0x00000000 for extended messages)

Example: m700[CR] set acceptance mask to check bits 10, 9 and 8 against the filter.

Bits 7 through 0 are ignored as “don’t care”. Use the acceptance mask in conjunction
with the acceptance code, which is explained next.
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10.2.2.3 Setting Acceptance Code

The acceptance code/filter, in conjunction with the acceptance mask (m), defines
which CAN message frames (i.e. of a specific ID or range of CAN IDs) will be passed to
the serial interface. The acceptance code value corresponds to a valid CAN IDs for
either standard or extended CAN frames. This command is only active if the CAN
channel is initiated and not opened.

The Set Acceptance Mask (m) command should be executed prior to the Set
Acceptance Code (M) command.

Note: The CAN channel will revert to its prior state after execution. For example, if
the channel is open when this command is executed, the channel will update the
setting and return to the open state.

Miii[CR] [CR] Set acceptance code for standard CAN frame (11 bit)
identifier
Miiiiiiii[CR] [CR] Set acceptance code for extended CAN frame (29

bit) identifier
iii = standard 11-bit CAN mask (0x000 through Ox7FF)
Default is to pass all frames (acceptance code = Ox7FF for standard messages and
Ox1FFFFFF for extended messages)
Example: m1FF[CR] sets acceptance code to receive standard messages with the CAN
ID of Ox1FF. If used in conjunction with the acceptance mask example above, frames

of the range 0x100 through Ox1FF will be passed, and all other CAN IDs will be
blocked.
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10.2.2.4 Getting Status Flags

User can use the command F[CR] to get the status bits when an error occurs. A two-
byte BCD number is returned to correspond to the 8-bits of the internal register of
the CAN controller.

FICR]

Return Codes
XX[CR]

XX[CR] Get CAN bus status

XX = CAN bus status (A bit set to “1” indicates a true condition):

Bits 2, 1, O: Last Error Code(LEC), The LEC field holds a code, which indicates the type
of the last error to occur on the CAN bus.

LEC

Bits 2,1, 0
Error Code O
0,0,0

Error Code 1
0,01

Error Code 2
0,1,0

Error Code 3
0,1,1

Error Code 4
1,0,0

Error Code 5
1,0,1

Error Code 6
1,1,0

Error Code 7
1,1,1
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Meaning

No error.

Stuff error: more than 5 equal bits in a sequence have occurred in a
part of a received message where this is not allowed.

Form error: a fixed format part of a received frame has the wrong
format.

ACK Error: the message this CAN core transmitted was not
acknowledged by another node.

Bit 1 error: during the transmission of a message (with the exception
of the arbitration field), the device wanted to send a recessive level
(bit of logical value “1”), but the monitored bus value was dominant.
Bit O error: Bit 1 error: during the transmission of a message (or
acknowledged bit, or active error flag, or overload flag), the device
wanted to send a dominant level (bit of logical value “0”), but the
monitored bus value was recessive.

During the bus-off recovery, this status is set each time a sequence
of 11 recessive bits have been monitored. This enables the CPU to
monitor the proceedings of the bus-off recovery sequence
(indicating the bus is not stuck at dominant or continuously
disturbed).

CRC error: the CRC checksum was incorrect in the message received,
the CRC received for an incoming message does not match with the
calculated CRC for the received data.

Unused: no CAN bus event was detected since the CPU wrote this
value to the LEC.



Bit 3: Transmitted a message successfully

1 = Since this bit was last reset by CPU, a message has been successfully (error-free
and acknowledged by at least one other node) transmitted.

0 = Since this bit was last reset by CPU, no message has been transmitted.

Bit 4: Received a message successfully

1 = A message has been successfully received since this bit was last reset by CPU
(independent of the result of acceptance filtering).

0 = No message has been successfully received since this bit was last reset by CPU

Bit 5: Error Passive (Read only)
1 =The CAN core is in the error passive state as defined in the CAN specification.
0 = The CAN core is in the error active.

Bit 6: Error Warning Status (Read only)

1 = At least one of the error counters in the EML (Error Management Logic) has
reached the error warning limit of 96.

= Both error counters are below the error warning limit of 96.

Bit 7: Bus-off Status (Read only)

1 = The CAN Module is in bus-off state.

0 = The CAN Module is not in bus-off state.
<BELL> = ERROR

Bit 0 ~ Bit 7 returned to correspond to the 8-bits of the internal register of the CAN
controller.
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10.2.2.5 Getting Version Information

The command V[CR] to retrieve the current firmware version of the USB CAN
adapter.

V[CR] VXXXX[CR] Get the current firmware version of the USB CAN
adapter

This command is always available and will return the version information formatted
like this: VXXXX[CR].

10.2.2.6  Getting Serial Number

The command N[CR] will retrieve the serial number of the USB CAN adapter.

N[CR] TXXXXXXXX[CR] Get the serial number of the USB CAN adapter

This command is always available and will return the decimal serial number like this:
TXXXXXXX[CR].

10.2.2.7 Resetting the USB CAN adapter

The command RST[CR] will reset the USB CAN adapter.

RST[CR] - Reset the USB CAN adapter

This command is always available.
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11.TOOLS
11.1 CANHacker

CANHacker is a Windows application software for analyzing and
transmitting/receiving CAN frames. The CANHacker software has a friendly interface
and is easy to use. Through the software user can easily test and analyze the CAN
frames. Following shows its main panel:

r Y
k@] CANHacker V2.00.01 ol

File Connect Reset Settings Filter Tracer ?

| 4 = 2 Y |0 R B | B

‘ DLC | Data Count | Comment {click to change)

Transmit
ID \ DLC | Data | Peri0d| Count | Conmnent @
&FF 8 44 55 66 77 88 99 Ak EB 300 0
1D DLC  Data Comment [ .. |
&FF 8 44 55 66 77 93 99 A4 BB Single Shot
[ 296itld | RTR Period(ms) 300 ; s A g

= don't care

T Mode Periodic  ~  Trigger D Trigger Data Stap &l Delete H

Mot Connected | |Fi\ter: [uli |N0rmal Mode )

—— F— = — ——— ——

The following sections will briefly introduce the necessary steps on how to use the
software.

100



Settings procedure for selecting and configuring the USB to CAN adapter

1. Open CANHacker and click “Settings” under the menu.

Co o

r
(8] CANHacker V2.00.01 / l b | B )
File Connect Resetl Settings I Fitter Tracer ?

| £ v 2 v | [0 & By | B |

ID | DIC | Data | Period | Count | Comment (click to change) @]

Select COM port of the USB to CAN adapter.

Check “RTS HS” to enable RTS handshake function.

Check “Time Stamp” to enable timestamp function.

Select CAN Baudrate for the CAN bus operating speed.

Finally, click “OK” to finish the settings and return to the main panel.

oukwnN

Settings / =

"
CaM Device COM7 -

.—-"'@
COM Baudrate 5VEOOEIL's - RTS HS
Ca e o ] Do |30
Time Stamp]”|
Eaudrate Req. FFFFFF

<BRGCOMT:<BRGCONZ: <BRGCON 3x [canhack]
| <BTRO:<BTR1> [Lawicel, Peak) Il

l Cancel ] H Ok I__ 5

You may connect the USB to CAN adapter after configuration. Click “Connect”, as
shown in the figure, to start the CANHacker software operation.

& SN
e CANHacker V2.00.01

File | Connect| Reset Settings Filter Tracer 7

4 o 3 Y O @& B B

ID | DLC | Data | Period| Count| Comment {cliclk to change) @

When USB to CAN adapter successfully connects, you will find the message
“Connected to XXX kbits/s”, firmware version VXXXX and operation mode at the
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bottom of the main panel.

D DLC  Data Corment
12345685 a 4o CC DD EE FF BE 77 88
29Bitld  [| RTR Periodims] 100

* =don't care
T Mode Penodic «  Trigger ID Trigger D ata

[ Single Shot H Copy I

[ Send Al H Add l

| sopAl || Delte |

Connected to 100 kbit/s || Firmware: va.73 || Filter: Off
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Receiving CAN frames

When CANHacker receives CAN frames from another CAN node, it will show all CAN
frame messages in the middle of main panel. The CAN frame messages includes ID,
DLC, Data, Period, Count.

K o Y 0O & B Bk

ID LLC | Data Period Count  Comment (click to change)
01234567 8 11 22 33 44 55 66 77 8B 494 42333
g4000000 8 FF EE EB DD CC A4 44 55 200 BE287
12345600 8 44 55 66 77 88 99 AA EB 515 42127
12345688 8 &4 CC DD EE FF 66 77 88 110 194449
134567839 8 0o 01 02 03 04 05 06 07 1015 20897
476 a RTR a7 195597
7FF g oo 01 02 03 04 05 06 07 202 102387

Sending CAN frames

CANHacker provides many parameters for sending CAN frames to another CAN node,
you can set the following parameters on the bottom of the main panel for CAN data
transmission:

D DLC ata Camment l Single Shot ” o
1234538 || 2 | |as cC DD EE FF ee 77 =g = R

[ =6 [0 FITF!IIF'eri-:d[m] mul | sendal || add

* = dan't care
| ¢ Mode - | TriggeriD Uerr e [ Stap Al ” Delete

Connected to 100 kbit/s Firnmare: %073 | Filter: OFf Mormal Mode

Select transmit an extended CAN Frame (29 bits ID) or a standard CAN frame (11 bits
D).

Check “29 Bit 1d” to transmit an extended CAN Frame (29 bits ID) and
uncheck “29 Bit Id” to transmit a standard CAN frame (11 bits D).

Select remote request frame mode or transmit CAN frame mode.

Check “RTR” for a remote request frame mode or uncheck “RTR”

for transmit CAN frame mode.

Enter CAN frame messages in the respective fields, including ID, DLC, Data.
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D DLC ata
12345699 8 AA CC DD EE FF &5 77 88

In “TX Mode” dialog box, you can select “off”, “Periodic”, “RTR”, “Trigger” modes.

When “Periodic” mode is selected, you can enter “Period(ms)” to send CAN frames
message repeatedly (enter “500” to send CAN messages every 500ms).

Period [mz] E[IEII

To send a single CAN frame message, click “Single Shot”. Click “Send All” to send CAN
frames message repeatedly.

To stop sending CAN frame messages, click “Stop All”.

Single 5 hat

Send Al

Stop Al
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Assistant features

There are many assistant features included in CANHacker, as shown in the figure
below:

Period Count Comment (click to chanae)

Saving data to file or loading data from file:

Select “File” option to save Rx List, Trace, Tx List, Command List and Load Trace, Tx
List, Command List.

——
G# CANHackerV20001 T & @

File § Disconnect Reset Settings  Fil

Save Ry List | |
Load Trace
Save Trace oD
44
Load Tx List oD
. LD
Save Tx List 03
Load Comment List 073

Save Comment List

Quit

Click “Disconnect” to stop CANHacker.

8] CANHackerv20001 © R

File ID'rsccrnnectI Reset GSettings Filter Tracer ?

¥ o o Y 0O & B | B

ID | DLC | Data | P
04000000 8 FF EE EE DD CC AA 44 GG
04545678 2 11 22 33 44 G5 66 77 8%
12345555 8 44 BE CC DD EE FF 99 88

a 00 01 02 03 04 05 06 07

13456789

Click “Reset” to renew the received CAN frame messages and reset the transmission
(received) count.
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i
B CANHacker V200,01 I ——

X =

Receive

| DLC | Data

File Disconnect IRsetI Settings  Filter Tracer ?
E T G T =

| FPeriod | Count

Select “Filter” to set mask filter and range filter.

k| CANHacker V2.00.01

File Disconnect Reset Settings
Filter
M azk Filter

11Bit/29Bit Mask

FFFFFFFF

11Bit/23Bit Code

kazk: 0= Relevant, 1 = Don't care
[for details look at 5047000 Datasheet]

Enable b azk Filker

Fange Filker

00000000

Start 1D

End D FFFFFFF

Dizcrete |Ds _ I]_
Enable Range Filker

) |

’ Cancel

Select “Tracer” or “Monitor” to trace or monitor the CAN frame messages.

T |

File Disconnect Reset Settings FlltelITlacell?
T 0 R

B | B

1D | DLC | Data | Period  Count | Comment
04000000 8 FF EE BE DD CC AA 44 55 200 28480
04545678 8 11 22 33 44 55 £6 77 88 493 11232
12345555 8 A4 BB CC DD EE FF 95 88 108 52150
13456789 8 00 01 02 03 D4 05 06 0F 1014 5617
4CC 8 00 00 00 00 00 00 00 00 204 28082
7F6 0 RTR 499 11232
7FF 8 00 01 02 03 04 05 06 0F 202 28087
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11.2 Titan CAN Test Program

Titan CAN test program is a Windows application software for testing and
transmitting/receiving CAN frames. The Titan CAN test program is an easy to use
software. Through the software users can easily test and analyze the CAN frames.

Following shows its main panel:

o-! Titan CAN Test

D File P Connect 3 Disconnect g Settings Y Filter o Reset o About
I Receive
D DLC Data Period Court
|
\
| Transmit
| 1D DLC  Data Period Count
000 8 00 00 0D 0D 00O 0D OO0 OO 0 o
i DLC  Data SingleShot Add
8 0 00 00 0
SendAll Copy
Extend RTR Period | ms Status StopAll Delete
Mot Connect | Firmware: | Filter: | Mode: | Status:

The following section will briefly introduce the necessary steps on how to use the

Titan CAN test program.
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Settings procedure for selecting and configuring the USB to CAN adapter

1. Open Titan CAN test program and click “Settings” under the menu.

D File P Connect ¥ Disconnect YFiIter o Reset o About

Recsive
D DLC  Data Period Count

Select COM port of the USB to CAN adapter.

Select CAN Baudrate for the CAN bus operating speed.

Check “Time Stamp” to enable timestamp function.

Check “LoopBack” or “ListenOnly” to open the CAN bus adapter in loopback
or listen only operation mode, otherwise the CAN bus adapter will open in

normal operation mode.
6. Finally, click “OK” to finish the settings and return to the main panel.

i hl
4 Setting | B )
Device e

]
CANBaudRate[ 1000 ~ Kbit,fsk:@

[] LoopBack

5 7] ListenOnly
Cancel | 0K IT@

You may connect the USB to CAN adapter after configuration. Click “Connect”, as
shown in the figure, to start the Titan CAN test program operation.

vk wnN

E=macE A

-
ot Titan CAN Test

D File | p» Connect |3 Disconnect n.ﬂ Settings Y Filter 0 Reset o About
Receive
D DLC Data Period Count

When USB to CAN adapter successfully connects, you will find the message
“Connected to XXX kbits/s”, firmware version VXXXX and operation mode at the

bottom of the main panel.
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Receiving CAN frames

When Titan CAN test program receives CAN frames from another CAN node, it will
show all CAN frame messages in middle of main panel. The CAN frame messages
includes ID, DLC, Data, Period, Count.

D File P Connect 3 Disconnect ﬂ? Settings Y Filter 0 Reset o About
Receive

D DLC  Data Period Court
12345678 8 44 55 66 77 78 88 88 88 110 58
01234568 8 44 55 66 77 78 88 88 88 m 10
12345638 8 44 55 66 77 78 88 88 88 114 503357
1FF 8 66 55 44 33 22 77 88 88 m 60
1FF 0 RTR 108 43
00000 TFF 0 RTR 109 56
000001FF 8 55 66 77 88 99 DD CC FF 114 502829

Sending CAN frames

Titan CAN test program

provides many parameters for sending CAN frames to

another CAN node, you can set the following parameters on the bottom of the main
panel for CAN data transmission:

Transmit
I D DLC  Data Period Court

12345655 |8 [DD AA 33 44 45 55 66 77 10 s002 |

1234DDDD 7 88 77 99 56 65 66 FF 100 500005

D bLC | [ | Singeshot | [ Add |

12345655 8 DD AA 33 44 45 55 66 77

| Sendtl | [ copy |

I ——_— “D HTHI Ipeﬁod 100 "'SI Saus || SopAl || Delete | |
Connected to 1000Kbit/s Firmware:V0.73 Filter: Off Mode:Mormal Status:

Select transmit an extended CAN frame (29 bits ID) or a standard CAN frame (11 bits

D).

Check “Extend” EiE

Exdend
uncheck “Extend” [ Baen

to transmit an extended CAN Frame (29 bits ID) and

to transmit a standard CAN frame (11 bits ID).

Select remote request frame mode or transmit CAN frame mode.

Check “RTR” for a remote request frame mode or uncheck “RTR” for

transmit CAN frame mode.

Enter CAN frame messages in the respective fields, including ID, DLC, Data.
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]
12345685

DLC

Data
DD

13 44 45 55 66 7

When “Periodic” mode is selected, you can enter “Period(ms)” to send CAN frames
message repeatedly (enter “100” to send CAN messages every 100ms).

Perod 100 ms

To send a single CAN frame message, click “Single Shot”. Click “Send All” to send CAN
frames message repeatedly.

To stop sending CAN frame messages, click “Stop All”.

SingleShot

SendAll

StopAll

To add a new send CAN frame message, click “Add” to add new send CAN frame
message and click “Copy” to copy a send CAN frame message repeatedly.

To delete a send CAN frame message, click “Delete” to delete send CAN frame

message.

)
Con |
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Assistant features

There are many assistant features included in Titan CAN test program, as shown in
the figure below:

B Titan CANTest S [E=REERC
P Connect |x Disconnectl n.ﬂSettings YFiIterl p Resetl b)\boutl

Receive
| D DLC  Data Period Count ‘

Select “File” option to save Rx List, Tx List and Load Tx List.

-

o Titan CAMN Test

7| Load T crri-0

H Save Tx  Ctrl+5S

Click “Disconnect” to stop Titan CAN test program.

-
gl Titan CAN Test

D File P Connect | 3 Disconnect ,ﬁﬂ Settings Y Filter 0 Reset o About
Receive

ID DLC  Data Period Count
12345678 8 44 55 66 77 73 38 83 88 110 58
01234568 8 44 55 66 77 73 38 83 88 1M 10
12345638 8 44 55 66 77 73 38 83 88 114 503357
1FF 8 66 55 44 33 22 77 83 88 m 60
1FF 0 RTR 108 43
DOOO0TFF 0 RTR 109 3
D00001FF 8 5h 66 77 88 93 DD CC FF 114 502825

Select “Filter” to set mask filter and range filter.
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ol Titan CAN Test

D File Connect 3 Disconnect n.“ Settings Y Filter O Reset o About

Receive

D DLC Data Period Count

ol Filter s

Mask Elter

Mask 00000000
Code 00000000

[ Enable Mask Fitter

Rangekiter
Start ID 00000000

EndID  1FFFFFFF

Discrete IDs  FFFFFFFF
Transmit

D DLC  Data [] Enable Range Fiter Count
12345698 8 44 55 66 77 78 88 88 § 0
1FF 0 RTR [ — ] ’ = ] l 0

Mask Filter: Set “Acceptance Code Register” and “Acceptance Mask Register” for
CAN bus controller to specify the CAN IDs that are passed or blocked; after setting
“Mask” and “Code”, check “Enable Mask Filter” then click “OK” to finish the Mask
Filter settings and return to the main panel.

Note: Before you set the “Mask Filter” function, you need to disconnect the USB
adapter. After setting the value of “Mask” + “Code”, connect the USB adapter again
to enable the “Mask Filter” function, because the “Mask Filter” function is only
available if the CAN adapter is initiated and not opened.

(& Fitter b | B e

Maskﬂherl
Masl: | 1FFFFFFD

Code | 12345678

| Enable Mask Flherl

RangeFitter
Start ID  DDDODOOO

End ID 1FFFFFFF
Discrete IDs  FFFFFFFF

[ Enable Range Fitter

| Cancd | | ok |

Mask Filter example: After setting “Mask” to 1FFFFFFO and “Code” to 12345678, CAN
message frames of the range 0x12345670 through 0x1234567F will be passed and all
other CAN IDs will be blocked.

Range Filter: Set “Start ID” and “Stop ID” for USB CAN adapter to specify a range of
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CAN IDs that are to be passed; after setting “Start ID” and “Stop ID”, check “Enable

Range Filter” then click “OK” to finish the Ranger Filter settings and return to the
main panel.

-

o2 Filter =RECE X
MaskFilter

Mask 00000000
Code 00000000

[] Enable Mask Fitter

Start D J0DO0D0000
End ID  |O1FFFFFF
Discrete IDs  FFFFFFFF

Enable Range Fiter

Cancel I 0K I

L

Range Filter example: After setting “Start ID” to 00000000 and “End ID” to O1FFFFFF,
The CAN message frames of the range 0x00000000 through OxO1FFFFFF will be
passed and all other CAN IDs will be blocked.

The Range Filter can also set “Discrete IDs” to block a unique CAN ID.

-

all Filter =RRCm X
MaskFilter

Mask 000D00D0D
Code  000DO0OOD

[7] Enable Mask Fitter

Start 1D |0000D0000

End ID | OTFFFFFF]

| Discrete 1Ds  01000000]

Enable Range Filter

| caneel | | ok |

e

Discrete IDs Filter example: After setting “Start ID” to 00000000, “End ID” to
O1FFFFFF and setting “Discrete IDs” to 01000000; The CAN ID range 0x00000000
through OxO1FFFFFF will be passed but only CAN ID 0x01000000 will be blocked.

Click “Reset” option to renew the received CAN frame message and reset the
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transmitted (received) count.

Filter o Reset |° About |
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-
o About [E=EERX")

Titan CAN Test

\Website : http: /e titan.tw

Copyright {C) 2012-2017 Titan Electronics Inc.

r =
Gl Titan CAN Test B N
‘ — - —— - i

D File P Connect 3§ Disconnect ﬂﬂ Settings Y Filter o About

Receive

D DLC Data Period Court

I

Transmit

I} DLC  Data Period Count

12345658 2 44 b5 66 77 78 B3 88 88 100

1FF 0 RTR 100

Click “About” option to show the version information of Titan CAN test program.



11.3 Using Cyclades-Serial-Client with NCAN devices on Linux
First, set the mode to RFC2217 server mode.

Install the Cyclades-Serial-Client.

Cyclades-Serial-Client can be downloaded and installed from most Linux software
repositories using the following command:
S sudo apt-get install cyclades-serial-client

Configuring Cyclades-Serial-Client:

Once installed, you can optionally edit the configuration file, cyclades-devices, using
a text editor.

To view the help file, use: man cyclades-devices.

The configuration file is usually located in /etc/, so to edit the file using vi, you could
use this command line:

sudo vi /etc/cyclades-devices.

The cyclades-devices configuration file uses the following format:
device: rastype: rasname: physport: type: options

device: The local device name, starting with a '/dev/’ prefix.
rastype = "prts" or "path"

rasname = |IP address of the server

physport ="1"

Type: must be 'rtelnet’ for remote Telnet.

Options can be left blank.

Here is an example of a Cyclades Devices configuration file:
/dev/ptyp0:prts:192.168.1.100:1:

The configuration file can also contain comments, which are lines beginning with a #
character.

Pseudo device names work best: /dev/ptypX, where X is a value between 0 and 9, or
A and Z

While any non-standard pseudo device name, such as /dev/modem, can be used
with Minicom, such names may fail to be accessible by other serial communication
applications. Therefore, we recommend using a valid pseudo-device name, such as

/dev/ptyp0.
The client includes two executables:

cyclades-serial-cli: the virtual COM port redirector client.
cyclades-serial-client: the client status/management tool.
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The cyclades-serial-cli program is designed to be run from init, so that is loaded
during boot up. However, doing so will cause it to continuously hold one of the COM
port open in NCOM or NCAN device, so it is recommended to run this from a
terminal console instead where it can easily be controlled (ie: stopped by pressing
Ctrl-C). This is done using the -x command line parameter from a Terminal.

Open a Terminal and type the following command line:
sudo cyclades-ser-cli -p 1999 -m 1 -x /dev/ptyp0 192.168.1.100 1

Replace the IP address in the command line with the actual IP address (or hostname)
of the NCOM or NCAN device.

The most used parameters are defined below:
-p 1999: This must be one less than the NCOM or NCAN device TCP port.
-m 1: Causes the client to ignore the carrier detection signal.
-x [causes the client to run in foreground console mode when started from a terminal]
/dev/ptyp0: overrides the device name in the configuration file.
- 192.168.1.100: The IP address (or hostname) of the NCOM or NCAN device.
1 [This should always be 1; a setting of 0 will select TCP port 23].

The client is now running and redirecting data between the pseudo-TTY named
/dev/ptyp0 on the Linux box and NCOM or NCAN device.

It is important to use the -p parameter to specify a value that is one less than the
TCP port on the NCOM or NCAN device. If NCOM or NCAN device is using TCP port
2000, for example, then the client’s command line should always use -p 1999.

The -m 1 parameter should also be used to instruct the client to ignore the Device
Carrier Detection (commonly called the CD or DCD line). This is due to a bug in
Cyclades-Ser-Cli that causes it to detach the pseudo-TTY from the Telnet/socket
connection as soon as the modem server reports that the DCD line is low (set to
zero).

This prevents applications from ‘hanging up’ or knowing when the modem has been
disconnected; however, Minicom will still show the user a ‘'NO CARRIER’ message to
indicate disconnection. A hang-up can be achieved by closing and restarting
cyclades-ser-cli.
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11.4 CANopen

CANopen is a CAN-based communication system. It comprises higher-layer protocols
and profile specifications. CANopen has been developed as a standardized
embedded network with highly flexible configuration capabilities. It was designed
originally for motion-oriented machine control systems, such as handling systems.
Today it is used in various application fields, such as medical equipment, off-road
vehicles, maritime electronics, railway applications, or building automation.

CanFestival project is an open source CANopen multi-platform framework.
( http://www.canfestival.org/ ) CanFestival focuses on providing an ANSI-C platform
independent CANopen stack that can be implemented as master or slave nodes on
PCs, Real-time IPCs, and Microcontrollers.

For detailed information about using CanFestival in your project see the "The
CanFestival CANopen stack manual".

How to get CanFestival

You can get the CanFestival source code from repository. Then get TITAN CAN driver
for CanFestival. Or you can download the code with TITAN driver from TITAN web
site.

Linux Compilation and installation

Linux target is default configure target.

Call./configure -help to see all available compile time options.

After invoking ./configure with your platform specific switches, just type make.
./configure —can=titan

make

make install
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Windows Compilation

CanFestival can be compiled and run on Windows platform. It is possible to use both
Cygwin and win32 native runtime environment.

Minimal Cygwin installation is required at configuration time to create specific
header files (config.h and cancfg.h). Once these files created, Cygwin is not necessary
anymore. Project and solution files have been created and tested with Visual Studio
Express 2005. Be sure to have installed Microsoft Platform SDK, as recommended at
the end of Visual Studio installation.

Cygwin must be installed with those packages:

1. gcc

2. unzip
3. wget
4. make

Extract CanFestival source code into your Cygwin home. Then configure CanFestival.
cd CanFestival

./configure --can=titan

Make

Compilation with Visual Studio

You can either load independent “*.vcproj” project’ files along your own pro jects in
your own solution or load the provided “CanFestival-3.vc8.sIn” solution files directly.
Build CanFestival-3 project first.

The “examples” directory contains some test program you can use as example you're
your own developments.

You'll find an example on the supplied CD showing the communication between
master and slave nodes. Following baudrates are supported: 20K, 50K, 100K, 125K,
250K, 500K and 1M.

e  CanFestival_example_win_x86.zip For Windows 32 bit
e  CanFestival_example_win_x64.zip For Windows 64 bit
e  CanFestival_example_linux_x86.tar.gz For Linux 32 bit
e  CanFestival_example_linux_x64.tar.gz For Linux 64 bit
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Under Windows connect two CAN devices, installed as COM3 and COM4. Open two
command windows and change to the directory where examples were extracted to
and execute

TestMasterSlave -s COM3 -S 125K -M none -l canfestival_titan.dll

in the first command window and

TestMasterSlave -m COM4 -M 125K -S none -l canfestival_titan.dll

in the second.

Following pictures shows the output messages of both nodes.

Master:
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Under Linux connect two CAN devices, installed as /dev/ttyUSBO and /dev/ttyUSB1.
Open two terminal windows and change to the directory where examples were
extracted to and execute

export LD_LIBRARY_PATH-=.

./TestMasterSlave -s “/dev/ttyUSB0” -S 125K -M none -l ./libcanfestival_can_titan.so
in the first terminal window and

export LD_LIBRARY_PATH=.

./TestMasterSlave -m “/dev/ttyUSB1” -M 125K -S none- ./libcanfestival_can_titan.so
in the second.

Following pictures shows the output messages of both nodes.
Master:
File Edit View Search Terminal Help

Master: 118810160 16 ffoeffee abcd 3802 3881
TestMaster post TPDO MasterSyncCount = 2583
OnMasterMaplUpdate:1

ster_post_sync

1186061816 16 ffoeffee abcd 3882 3801

TestMaster post TPDO MasterSyncCount = 2584
Master : Ask RTR PDO (0x1482)
OnMasterMaplUpdate:1
TestMaster post sync
Master: 110810 16 16 ffeeffee abcd 3819
TestMaster post TPDO MasterSyncCount = 2585
OnMasterMaplUpdate: 1
TestMaster post sync
Master: 118810 10 16 ffoeffee abcd 3819 3818
TestMaster post TPDO MasterSyncCount = 2586
OnMasterMaplUpdate:1
TestMaster post sync
Master: 11881010 16 ffeeffee abcd 3819 3818
TestMaster post TPDO MastersSyncCount = 2587
OnMasterMaplUpdate:1

Slave:
File Edit View Search Terminal Help

Slave: 11801018 16 ffeeffee
TestSlave post TPDO
TestSlave post sync
Slave: 118018160 16 ffeoffee
TestSlave post TPDO
TestSlave post sync
Slave: 11001610 16 ffeeffee
TestSlave post TPDO
TestSlave post sync
Slave: 1108 1816€ ffeeffeo
TestSlave post TPDO

ffeeffee
TestSlave post TPDO
TestSlave post sync
Slave: 118018160 16 ffeoffee
TestSlave post TPDO
TestSlave post sync
Slave: 118001818 ffeeffoe
TestSlave post TPDO
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11.5 python-can

The python-can library provides Controller Area Network support for Python,
providing common abstractions to different hardware devices, and a suite of utilities
for sending and receiving messages on a CAN bus.

More information you can find in:
https://python-can.readthedocs.io/en/master/

USB-2CAN-M is compatible to slcan-interfaces (slcan ASCII protocol)
https://python-can.readthedocs.io/en/master/interfaces/slcan.html
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11.6 APPLICATION PROGRAMMING INTERFACE

The Application Programming Interface (API) gives the user tools to use all of the
functions that the CAN adapter provides. It will make it much easier for users to
build their own CAN controlling software with these functions, than to implement
their application command by command on the ASCII protocol.

Users can use Windows-based API for use with high-level languages. Please refer to
the following website for our GUI, sample codes and updates:

https://www.titan.tw/drivers/can-api.html
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116.1 CAN_Open

CAN_Open(ComPort, szBitrate, acceptance_code, acceptance_mask, flags, Mode)

Function:
Opens a channel to the device.

Parameters:
e ComPort
o Type: String
o The COM port to be opened.
o Format: “COMXXX"
o Example: “COM1, “COM57”, “COM118”

e szBitrate
o Type: String
o The bitrate to operate at. Can be one of the standard bitrates or a
user-defined non-standard bitrate.

o Format:
= 10=10Kbps
= 20 =20Kbps
=  50=50Kbps

= 100 =100Kbps

= 125=125Kbps

= 250 =250Kbps

= 500 =500Kbps

= 800 = 800Kbps

= 1000 = 1000Kbps

= XXXXXXXXX, non-standard bitrate

o Example: “50”, “1000”, “000000150”

e acceptance_code
o Type: String
o Used in conjunction with the acceptance mask to filter CAN
messages. Set to “00000000” for NULL to allow all messages. Also
referred to as acceptance filter in other parts of the manual.
o Format: “XXXXXXXX”
o Example: “00000700”

e acceptance_mask
o Type: String
o Used in conjunction with the acceptance code to filter CAN messages.
Set to “00000000” for NULL to allow all messages.
o Format: “XXXXXXXX”
o Example: “O000001FF”

o flags
o Type: IntPtr
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o Determines whether or not the timestamp function should be
enabled.
o Format:
= 1 =Timestamp will be enabled
= (0=Timestamp will be disabled
o Example: 1

e Mode
o Type: Integer
o Determines the mode the USB CAN should operate at.
o Format:
= 0 = Normal, the device will operate under normal
circumstances
= 1 = Listen only, the device will passively receive CAN
messages
= 2 = Loopback, the device will also receive messages it
transmits
o Example: 2

e Return value:

o Type: Integer

o Handle to the device.

o Result:
= >0, CAN_Open is successful
= -1, error communicating with COM port
= -2, error in opening channel, COM port may be already in use
= -3 errorin parameter settings

o Example: 2508

Sample Command:

CAN_Open(“COM3”, “50”, “00000000”, “00000000”, 1, 2)

Opens a channel to COM3 at 50kbps, with all messages allowed, timestamp enabled
and operating in loopback mode.
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11.6.2 CAN_Close
CAN_Close(Handle)

Function:
Closes the channel with the specified handle.

Parameters:
e Handle
o Type: Integer
o The handle of the CAN channel to be closed.
o Format: A numeric value provided by the return value of CAN_Open
o Example: 2508

e Return value:
o Type: Integer
o Code indicating result of CAN_Close.
o Result:
= 1, CAN_Close is successful
= -1, error communicating with COM port
= -4, error: CAN channel is not open

Sample Command:

CAN_Close(2508)
Closes device connected to channel with the handle 2508.
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11.6.3 CAN_Write
CAN_Write(Handle, Buf)

Function:
Writes a message to the channel with the specified handle.

Parameters:
e Handle
o Type: Integer
o The handle of the CAN channel to write to.
o Format: A numeric value provided by the return value of CAN_Open
o Example: 2508

o Type: CAN_MSG structure

o The standard structure of CAN frame messages.

o Format: Name of an instance of the CAN_MSG structure
o Example: myCANMsg

e Return value:
o Type: Integer
o Code indicating result of CAN_Write.
o Result:
= 1, CAN_Write is successful
= -1, error communicating with COM port
= -4, error: CAN channel is not open

Sample Command:

CAN_Write(2508, myCANMsg)

Writes the message contained in myCANMSsg to device connected to channel with
the handle 2508.

1 Refer to the “CAN_MSG Structure” section for more information
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11.6.4 CAN_Read
CAN_Read(Handle, Buf)

Function:
Reads a message from the channel with the specified handle.

Parameters:
e Handle
o Type: Integer
o The handle of the CAN channel to read from.
o Format: A numeric value provided by the return value of CAN_Open
o Example: 2508

o Type: CAN_MSG structure

o The standard structure of CAN frame messages.

o Format: Name of an instance of the CAN_MSG structure
o Example: myCANMsg

e Return value:

o Type: Integer

o Code indicating result of CAN_Read.

o Result:
= 1, CAN_Read is successful
= -1, error communicating with COM port
= -4, error: CAN channel is not open
= -5, error: there are no messages

Sample Command:

CAN_Read(2508, myCANMsg)

Reads the message from device connected to channel with the handle 2508 and
stores it into myCANMsg.

2 Refer to the “CAN_MSG Structure” section for more information
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11.6.5 CAN_Flush
CAN_Flush(Handle)

Function:
Clears the buffers of the channel with the specified handle.

Parameters:
e Handle
o Type: Integer

o The handle of the CAN channel whose buffers are to be cleared.
o Format: A numeric value provided by the return value of CAN_Open
o Example: 2508

e Return value:
o Type: Integer
o Code indicating result of CAN_Flush.
o Result:
= 1, CAN_Flush is successful
= -1, error communicating with COM port
= -4, error: CAN channel is not open

Sample Command:

CAN_Flush(2508)
Clears the buffers of device connected to channel with the handle 2508.
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11.6.6 CAN_Status
CAN_Status(Handle)

Function:
Checks the status bits for more specific details when an error occurs.

Parameters:

e Handle
o Type: Integer
o The handle of the CAN channel whose status bits are to be inquired.
o Format: A numeric value provided by the return value of CAN_Open
o Example: 2508

e Return value:

o Type: Integer

o Code indicating result of CAN_Status.

o Result:

= Bit[2,1,0]

e 0,0,0:noerror
e 0,0, 1: stuff error
e 0,1,0:formerror
e 0,1, 1: ACK error
e 1,0, 0: BitlError
e 1,0, 1: BitOError
e 1,1, 0: CRCError
e 1,1, 1:unused

e 1: message successfully transmitted
e 0: no message has been transmitted

e 1: message successfully received
e 0: no message has been received

e 1: CAN coreisin error passive state
e 0: CAN core is in error active state

e 1: at least one error counter in EML has reached the
warning limit of 96
e 0: both error counters are below the warning limit of
96
=  Bit[7]
e 1: CAN module is in bus-off state
e 0: CAN module is not in bus-off state
= <BELL>=ERROR
Sample Command:
CAN_Status(2508)
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Checks the status bits of device connected to channel with the handle 2508.
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11.6.7 CAN_Version
CAN_Version(Handle, buf)

Function:

Retrieves the firmware version of the device connected to channel with the specified
handle.

Parameters:
e Handle
o Type: Integer
o The handle of the CAN channel whose version information is to be
inquired.
o Format: A numeric value provided by the return value of CAN_Open
o Example: 2508

e buf
o Type: Character array/string
o Information about the firmware version will be stored into this array.
o Format: Name of a character array
o Example: myVersion

e Return value:
o Type: Integer
o Code indicating result of CAN_Version.
o Result:
= 1, CAN_Version is successful
= -1, error communicating with COM port
= -4, error: CAN channel is not open

Sample Command:

CAN_Version(2508)
Retrieves the firmware version of device connected to channel with the handle 2508.
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CAN_MSG Structure

e Members:
o |Id

Type: Unsigned Integer

Message ID.

Format: XXX (standard), XXXXXXXX (extended)
Example: 1FF

Type: Byte

Message size.

Format: A numeric value from 0~8
Example: 8

Type: Byte array with 8 elements
Content of the data to be sent/received.
Format: XX

Example: 11

Type: Byte
Determines the message ID type and timestamp settings.
Format:
e 1, timestamp off, standard
2, timestamp off, extended
e 9, timestamp on, standard
e 10, timestamp on, extended
Example: 9

o Timestamp

Type: Unsigned Short

Value of the timestamp.

Format: No input from the user is required
Example: 0

e Sample Message:
o With a CAN_MSG structure instance declared as myCANMSG:
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myCANMsg.ID = 1FF
myCANMsg.Size = 3
myCANMsg.Data(0) = 11
myCANMsg.Data(1) = 22
myCANMsg.Data(2) = 33
myCANMsg.Flags = 10



Example Code for C

#include <stdio.h>
#include <stdlib.h>
#include "CAN_API.h"

int main() {
TCAN_HANDLE Handle;
TCAN_STATUS Status;
CHAR *ComPort = "COM23";
CHAR *szBitrate = "800";
CHAR *acceptance_code = "1FFFFFFF";
CHAR *acceptance_mask = "00000000";
VOID *flags = CAN_TIMESTAMP_OFF;
DWORD Mode = LoopBack;

char version[10];
CAN_MSG SendMSG;
CAN_MSG RecvMSG;
Handle = -1;

Status = 0;

SendMSG.Flags = CAN_FLAGS _EXTENDED;
SendMSG.Id = 0x12345678;
SendMSG.Size = 8;
SendMSG.Data[0] = 0x11;
SendMSG.Data[1] = 0x22;
SendMSG.Data[2] = 0x33;
SendMSG.Data[3] = 0x44;
SendMSG.Data[4] = 0x55;
SendMSG.Data[5] = 0x66;
SendMSG.Data[6] = 0x77;
SendMSG.Data[7] = 0x88;

Handle = CAN Open ( ComPort, szBitrate, acceptance code,
acceptance_mask, flags, Mode );

printf ( "handle= %d\n", Handle );
if (Handle<0) {
return O;

}

memset ( version, 0, sizeof ( char) * 10 );
Status = CAN_Flush ( Handle );
Status = CAN_Version ( Handle, version );

if ( Status == CAN_ERR_OK) {
printf ( "Version : %s\n", version );

}
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Status = CAN_Write ( Handle, &SendMSG );
if ( Status == CAN_ERR_OK)) {
printf ( "Write Success\n");

}

while (1) {
Status = CAN_Read ( Handle, &RecvMSG );
if ( Status == CAN_ERR_OK)) {
printf ( "Read ID=0x%X, Type=%s, DLC=%d, FrameType=%s,
Data=",
RecvMSG.Id,( RecvMSG.Flags & CAN_FLAGS_STANDARD ) ?
"STD" : "EXT",
RecvMSG.Size,( RecvMSG.Flags & CAN_FLAGS REMOTE ) ?
"REMOTE" : "DATA" );

for (inti=0; i < RecvMSG.Size; i++) {
printf ( "%X,", RecvMSG.Data[i] );
}
break;
}
}

Status = CAN_Close ( Handle );
printf ( "Test finish\n" );
return O;
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11.7 Using the APl in C#

1. Ensure that the DLL file is placed in the same folder as your application
executable.

2. Import the functions you need from the DLL into your source code with the
Declare statement:

[Dlllmport("can_api.dll", EntryPoint = "CAN_Open", CallingConvention =
CallingConvention.Cdecl)]

static extern Int32 CAN_Open(string SerialINrORComPortORNet, string szBitrate,
string acceptance_code, string acceptance_mask, Int32 flags, UInt32 Mode);

3. Create a definition of the CAN_MSG structure for the CAN_Write and
CAN_Read functions, if needed.

public struct CAN_MSG
{
public UInt32 Id;
public byte Size;
[MarshalAs(UnmanagedType.ByValArray, SizeConst = 8)]
public byte[] Data;
public byte Flags;
public UInt16 TimeStamp;
}

The keyword MarshalAs is used for all structure members to ensure that the
structure size corresponds to what the DLL expects.

4. In order to communicate with the channel with other functions after
opening it with CAN_Open, you need to create a variable to store the
handle value.

Int myHandle;
myHandle = CAN_Open(("COM3", "50", "00000000", "00000000", 1, 2);

5. This concludes the basic setup process of using the DLL in C#. Imported

functions can then be easily called from the DLL with the parameters
created above.
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11.8 Using the APl in Visual Basic .NET

6. Ensure that the DLL file is placed in the same folder as your application
executable.

7. Import the functions you need from the DLL into your source code with the
Declare statement:

Private Declare Function CAN_Open Lib "CANDLL_STDCALL.dII" (ByVal ComPort As
String, ByVal szBitrate As String, ByVal acceptance_code As String, ByVal
acceptance_mask As String, ByRef Flags As IntPtr, ByVal Mode As Integer) As Integer

8. Create a definition of the CAN_MSG structure for the CAN_Write and
CAN_Read functions, if needed.

Imports System.Runtime.InteropServices

Public Structure CAN_MSG
<MarshalAs(UnmanagedType.U4)>
Public Id As Ulnteger
<MarshalAs(UnmanagedType.U1)>
Public Size As Byte
<MarshalAs(UnmanagedType.ByValArray, SizeConst:=8,

ArraySubType:=UnmanagedType.U1)>
Public Data As Byte()
<MarshalAs(UnmanagedType.U1)>
Public Flags As Byte
<MarshalAs(UnmanagedType.U2)>
Public Timestamp As UShort

End Structure

The keyword MarshalAs is used for all structure members to ensure that the
structure size corresponds to what the DLL expects.

To use the CAN_MSG structure, you will need to create an instance of the structure
you just defined.

Private myCANMSG As CAN_MSG
Before accessing this instance you just created for the first time, set the size for the
Data member to avoid “array out of bounds” error. This can be done in your

program’s constructor.

ReDim myCANMSG(7)
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9. In order to communicate with the channel with other functions after
opening it with CAN_Open, you need to create a variable to store the
handle value.

Private myHandle As Integer
myHandle = CAN_Open(("COM3", "50", "00000000", "00000000", 1, 2)

10. This concludes the basic setup process of using the DLL in Visual Basic .NET.

Imported functions can then be easily called from the DLL with the
parameters created above.
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11.9 Using the APl in Visual Basic 6.0

1. Ensure that the DLL file is placed in the same folder as your application
executable.

2. Import the functions you need from the DLL into your source code with the
Declare statement:

Private Declare Function CAN_Open Lib "CANDLL_STDCALL.dII" (ByVal ComPort As
String, ByVal szBitrate As String, ByVal acceptance_code As String, ByVal
acceptance_mask As String, ByRef Flags As Long, ByVal Mode As Long) As Long

3. Create a definition of the CAN_MSG structure for the CAN_Write and
CAN_Read functions, if needed.

Private Type CAN_MSG
Id As Long
Size As Byte
Data(0 To 7) As Byte
Flags As Byte
Timestamp As Integer
End Type

To use the CAN_MSG structure, you will need to create an instance of the structure
you just defined.

Private myCANMSG As CAN_MSG
4. In order to communicate with the channel with other functions after
opening it with CAN_Open, you need to create a variable to store the

handle value.

Private myHandle As Long
myHandle = CAN_Open(("COM3", "50", "00000000", "00000000", 1, 2)

5. This concludes the basic setup process of using the DLL in Visual Basic 6.0.

Imported functions can then be easily called form the DLL with the
parameters created above.
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11.10 Using the APl in Python

6. Ensure that the DLL file is placed in the same folder as your application
executable.

7. Import the DLL using the ctypes library function LoadLibrary.
from ctypes import windll
DLL = windll.LoadLibrary("CANDLL_STDCALL.dII")

8. Create a definition of the CAN_MSG structure for the CAN_Write and
CAN_Read functions, if needed.

from ctypes import Structure, c_uint, c_ubyte, c_ushort

class CAN_MSG(Structure):
_fields_ = [("Id", c_uint),
("Size", c_ubyte),
("Data", c_ubyte * 8),
("Flags", c_ubyte),
("Timestamp", c_ushort)]

To use the CAN_MSG structure, you will need to create an instance of the structure
you just defined.

myCANMSG = CAN_MSG()

9. In order to communicate with the channel with other functions after
opening it with CAN_Open, you need to create a variable to store the
handle value.

myHandle = DLL.CAN_Open(b"COM3", b"50", b"00000000", b"00000000", 1, 2)

10. This concludes the basic setup process of using the DLL in Python. Imported

functions can then be easily called form the DLL with the parameters
created above.
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11.11 Using the APl in LabVIEW
11.11.1 CAN_Main.vi

The main panel is a simple, easy-to-use example program which contains most of the
important functions available for use in the CAN API. Different functions can be
tested by changing the settings on the leftmost side, which are restricted to legal
parameters to prevent an error in operation. For example, the user can choose from
Normal, Listen Only, or Loopback mode to suit their purposes.

ComPort

H

coms3
szBitrate Open
50 =
acceptance_mask
NULL =
acceptance_code
NULL =
O Timestamp
Mode Handle
Normal = 0
Id Id
1FFFFFFF 0
Size Size
8 0 0 0
q Flags 0
[] Extended 0
2 0
Write Once ’ flp==ns -
4 0 0
5 0
Write Repeatedh 6 0
- 7 0

Once the channel is opened, the user can use either “Write Once” or the “Write
Repeatedly” button to send messages as configured in the fields. Messages received
will appear on the fields on the rightmost side, if they are available.

All subVI icons have been customized, with the terminals wired to be user-friendly,
increase readability and allow for cleanliness in larger projects, as seen in the block
diagram for the main panel.

Wirke Regestedy
[nia ]

3

.....

B
L

......

EER

4 £
L] ElEE ¢ B

141



11.11.2

CAN_Open.vi

Description
Opens a channel to the device.

Input

Output
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Flags

ComPort: The COM port to establish a connection with.

szBitrate: The speed at which the connection is to be made, with
preset values of 10, 20, 50, 100, 125, 250, 500, 800, 100
acceptance_code: Used for filtering CAN messages. To be used with
the acceptance mask.

acceptance_mask: Used for filtering CAN messages. To be used with
the acceptance code.

Flags: Whether or not the timestamp function should be enabled.
Mode: The mode at which the device should operate at, with choices
being Normal, Listen Only and Loopback

Return: Handle to the device. A positive value indicates success in
opening the channel, while -2 represents error when opening
channel and -3 represents error in input parameters

ComPort
[E<F

szBitrate N_Open

ibe

acceptance_code

[GEew T B
accep%: & B
|f1_ha ¥

Mode
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11.11.3 CAN_Close.vi

Description
Closes the CAN channel with the specified handle.

Input
e Handle: The handle of the CAN channel which is to be closed

Output
e Return: A positive value indicates success in closing the channel, whereas a
negative value indicates an error in closing the channel.

CAN_Close
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11.11.4 CAN_Write.vi

Description
Writes a message to the CAN channel with the specified handle.

Input

Handle: The handle of the CAN channel which the message is to be sent to.
Id: Message ID.

Size: Frame size (0~8).

Data[8]: Data bytes 0~7.

Flags: 1 (standard), 2 (extended), 9 (standard + timestamp), 10 (extended +
timestamp)

Timestamp: Timestamp (ms)

Output

144

Return: A positive value indicates success in sending the message, whereas
a negative value indicates an error in sending the message, with -4
representing that the channel is not open.
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11.11.5 CAN_Read.vi

Description
Read a message from the CAN channel with the specified handle.

Input
e Handle: The handle of the CAN channel which the message is to be read
from.

Output

e Return: A positive value indicates success in reading the message, whereas a
negative value indicates an error in reading the message, with -4
representing that the channel is not open and -5 representing that there is
no message to be read.

e |d: Message ID.

e Size: Frame size (0~8).

e Data[8]: Data bytes 0~7.

e Flags: 1 (standard), 2 (extended), 9 (standard + timestamp), 10 (extended +
timestamp)

Timestamp: Timestamp (ms).
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